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1 About this documentation  
This documentation will accompany you through all phases of the product life cycle of KNX Sonos Gateway. 

You will learn for example how to assemble, install, commission and configure the device.  

All descriptions in this documentation relating to configuration in the ETS refer to the variant "ETS Professio n-

al" in the 5 version. 

Explanations for the concepts of KNX do not form part of this documentation. Specialist knowledge of KNX is 

a prerequisite. 

1.1 Target group 
This documentation is aimed at qualified electricians and KNX processors.  

 

KNX Sonos Gateway may only be assembled and installed by qualified electricians. Specialist 

knowledge of KNX is a prerequisite. 

 

KNX Sonos Gateway may be configured by anyone. 

We recommend having the project planning done by a system integrator with firm specialist 

knowledge of KNX and using the ETS. 

1.2 Symbols and other typographical conventions  

Table 1: Safety notes symbols  

Symbol / label  Meaning 

  
 

Warning of possible material damage 

 

General warning 

 

Warning of electrical voltage 

Table 2: Special symbols and typographical conventions  

Symbol / label  Meaning 

F1 PC button 

<<Inscription>> Text on software interface  

 
Tip 

 
Important additional information  

 
Troubleshooting, error correction and tips on causes 

 
End device: Sonos loudspeaker – referred to as "Sonos device" in 
this documentation  
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2 About KNX Sonos Gateway 

2.1 Proper use 
S onos  mas ter devices  can be connected via IP  us ing dynamic group creation. Each mas ter device can then be 

networked with s lave devices  again. During this  proces s , a s eparate mus ic program is  either as s igned to each 

mas ter device or a mas ter device operates  the entire device lands cape. 

KNX S onos  Gateway is  a device of the KNX s ys tem and complies  with the KNX guidelines . 

Sonos goes KNX 

Crys tal-clear hi-fi s ound and virtually unlimited s ound s cenarios : The S onos  s ound s ys tem gives  digital mus ic 

a divers e lands cape, compris ing different wireles s  louds peakers  and audio s ys tems . This  acous tic marvel has  

jus t one catch: Until now, the s ys tem was  operated inconveniently us ing a s pecial S onos  s oftware, es pecially 

when us ed with S onos  zones . 

The KNX S onos  Gateway opens  up the world of KNX to the family of s ound, making it even eas ier to handle. At 

las t, S onos  can be operated with KNX operating devices , either in party mode or by room. Up to ten S onos  

mas ter devices  can be connected via IP  with dynamic group creation. Each of thes e mas ter devices , in turn, 

can be networked with up to five s lave devices . During this  proces s , a s eparate mus ic program is  either as -

s igned to each mas ter device or a mas ter device operates  the entire device lands cape. 

Connecting KNX and S onos  opens  up new pos s ibilities : 

• Door contacts  enable dynamic group creation. 

• S electing the "Fires ide mus ic" playlis t lowers  s hutters  and adjus ts  the lighting s uitably. 

Thes e and other application examples  can be found in more detail in the following chapters : 

• S cenarios , p. 11. 

• ► Application s cenarios  –  Comfort s olutions  in the living environment, p. 15. 

• ► Announcements  in s ales  and event rooms , p. 17. 

 
Albrecht J ung GmbH & Co. KG s hall not be liable for damages  aris ing due to improper or uns uit-
able us e. 

 

 

KNX Secure Ready 

KNX S onos  Gateway is  compatible with KNX S ecure. The required FDS K (factory default s et-up 
key) can be found on a s ticker on the s ide of the device and is  als o enclos ed with the device. De-
vices  which do not feature this  s ticker are not "S ecure Ready". 
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2.1.1 Compatibility with Sonos and ETS 
All S onos  wireles s  louds peakers  are hereinafter referred to as  a S onos  device. 

Compatible with the following Sonos devices:  

We s upport the following S onos  devices  in their current vers ions  as  a minimum (on the print date of this  doc-

umentation). However, newer and older vers ions  of Sonos  devices  and S onos  devices  not lis ted may als o 

function. 

• S onos  One 

• S onos  Play:1, Sonos  Play:3, Sonos  Play:5 

• S onos  Playbar 

• S onos  Connect 

• S onos  Connect:Amp 

• S onos  S UB and Sonos  BRIDGE 

(Thes e devices  are never addres s ed directly via the KNX S onos  Gateway, but are directly linked with 

other S onos  devices  via the S onos  application ins tead.) 

Configuration: Compatible ETS versions  

S imple integration into KNX (can be completely configured via ETS ): 

• ETS 4, ETS 5 or higher. 

• Product databas e entry: Download the product databas e free of charge from our webs ite at 

www.jung.de or from the ETS  online catalogue. 

2.2 System 
KNX S onos  Gateway is  connected to the KNX ins tallation via KNX/TP. The device us es  the IP  to integrate into 

the network where the Sonos  devices  (2) are already located. 

The S onos  devices  can then be controlled within the KNX ins tallation us ing buttons  (1) or s ens ors  (3) (as  per 

the configuration). 
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2.3 Functions 
Below you will find the mos t important functions  at a glance. 

Scope 

• Control mus ic reproduced s eparately in up to ten rooms /zones  (ten mas ters  s upported). 

• One S onos  device (mas ter) can s pecify the s ound for all the devices  in the hous e us ing the "Party 

mode" function. 

• Trigger dynamic group creation of S onos  devices  via KNX: Dynamic group creation for up to ten 

groups , each with one mas ter and up to five s lave devices . 

• Number of S onos  devices : 

o Control up to 60 Sonos  devices  control divided into ten mas ter-s lave groups . 

o Control up to 51 Sonos  devices  as  one mas ter-s lave group (► Figure 7: A mas ter controls  

max. 51 S onos  devices , including its elf, p. 29). 

 

As  of the date this  documentation was  printed, S onos  s upports  a total of up to 
32 S onos  products  and controllers  in a s ingle hous ehold. The maximum num-
ber of 60 different Sonos  devices  or 51 S onos  devices  in one S onos  group 
us ing ten mas ter-s lave groups  with the s ame mas ter can therefore only be 
attained theoretically. 

Play 

• Control of playlis t S tart, Paus e and S top for each mas ter-s lave group. 

• Change of playlis t (forward/back and direct s election). 

• Navigation between tracks  (forward/back). 

• Random playback of tracks  (s huffle).  

• Direct s election of the firs t track in S onos  Playlis ts . 

• Repeat of a S onos  playlis t (any number of times ). 

• Interrupt playback or unmute for announcements  s uch as  bells , calling for lunch or wake-up alarm. 

• Option for direct playback of announcements  and playlis ts  directly from the device (microSD card). 

Volume control  

• Complete volume control of mas ters , s laves  and the entire mas ter-s lave group. 

• S witch the s ound on and off (muting). 

• Volume pre-s election and unmuting during s ource s election. 

• Increas e/lower volume: To abs olute or relative value. 

Information about the current playback  

• Title, artis t and album in s crolling text on KNX text objects . 
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Technology 

• S upport for analogue and optical inputs  on the S onos  Playbar and 

S onos  Connect/S onos  Connect:Amp. 

• Control with the us ual KNX operating devices  regardles s  of the S onos  s oftware. 

• Changes  made us ing the Sonos  s oftware are reported on the KNX/TP bus  (playlis t s election, volume, 

muting and s o on). 

• An integrated data network s witch (two RJ 45 connections ) makes  it eas ier to connect multiple IP  de-

vices . This  enables  multiple KNX S onos  Gateways  or other IP  devices  in the arrangement to be con-

nected without the need for other active components . 

• S upport for accelerated trans mis s ion from the ETS to the KNX S onos  Gateway via a direct IP  connec-

tion. 

2.3.1 Functional enhancements from updates  
Functional enhancements  for KNX S onos  Gateway are available via a newer vers ion of the firmware. S imply 

download the lates t firmware and the relevant product manual from our web s ite www.jung.de. 

► Updating the firmware via the device webs ite, p. 58 

2.3.2 KNX Secure Ready 
KNX S onos  Gateway is  prepared for KNX S ecure. The required FDS K (factory default s et-up key) can be found 

on a s ticker on the s ide of the device and is  als o enclos ed with the device. Devices  which do not feature this  

s ticker are not "Secure Ready". 

For maximum s ecurity, we recommend removing the s tickers  from the device. 

 

You cannot restore the FDSK yourself. 

• Keep the FDS K in a s afe place. 

• Pleas e contact our S upport Department if you los e the FDS K des pite utmos t care. 

2.3.3 Scenarios 
Below, you will find a few pos s ible s cenarios  into which you can integrate the KNX Sonos  Gateway. Alternative 

devices  s uch as  logic modules  may be required depending on the s pecific us e cas e. 
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2.3.3.1  Operating convenience 

Controlling music with a push button  

Combining S onos  and KNX Sonos  Gateway allows  you to control your mus ic s ys tem comfortably as  you walk 

pas t. It's  quick, and there no need to look for a remote control. No more annoying flat batteries  in your 

s martphone or tablet PC. 

• Playlis t s election and volume control are given a permanent pos ition in the KNX pus h button. 

• You can even operate Sonos  without glas s es  –  after taking a s hower, for example. 

• KNX buttons  with a dis play can als o s how you the track and artis t if des ired. 

Naturally, that's  not all you can do with the button. A S onos  device can als o be controlled from all KNX-

compatible vis ualis ation panels  at the s ame time. 

The music goes where you go 

Combining S onos  and KNX Sonos  Gateway allows  you to have mus ic accompany you as  you walk through 

your home thanks  to motion/pres ence detectors . 

After getting up in the morning, the mus ic will follow you to the bathroom and into the living room, where you 

can begin your day with a cup of coffee. 

Requirement: The S onos  hi-fi louds peakers  in each of the rooms  are grouped into a s ingle zone. The S onos  

hi-fi louds peakers  are muted in rooms  once you have left them. 

Party at the push of button  

With dynamic group creation, the KNX S onos  Gateway can s witch to party mode triggered by a s ignal from the 

building bus . Pres s ing the "Party" button links  all the Sonos  devices  together, and the hous e becomes  a con-

tinuous  party zone with the s ame mus ic playing in all the rooms . The volume can s till be regulated individually 

in each room here. 

2.3.3.2  Sleeping comfort  

Wake up your loved ones with the music of your choice at an increasing volume  

The Wake up scene preselects your favourite music and gently increases the volume. 

Put children to sleep with an audio book which decreases in volume  

The Go to sleep scene does the opposite: Select an audio book and lower the volume gradually. 

You can trigger scenes such as these at the press of a button, using the house visualisation, wirelessly from a 

smartphone or automatically using a time program.  

If you wish, you can even link scenes to the sunrise and sunset! 
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2.3.3.3  Peace in the household 

Ring the dinner bell with Sonos  

Who has n't been in this  s ituation? Loud mus ic is  blaring from a child's  room. The only way to get the children 

to the table is  by s houting louder and louder throughout the whole hous e. 

Not s o with the KNX S onos  Gateway. Activating the "Dinner bell" button function in the kitchen lowers  the 

media volume in the entire hous e and brings  everyone's  attention to family mealtime in a peaceful, s tres s -free 

way us ing an unobtrus ive audible s ignal or recorded announcement heard in every room. Announcement 

function: s ee S ection ► Announcement mode, p. 66. 

2.3.3.4  Home technology  

The opposite also holds true: Controlling home technology using the Sonos app  

Do you operate your S onos  s ys tem us ing the s martphone app? How would you like it if, when you opened the 

"Fires ide mus ic" playlis t, the s hutters  were lowered, wall lamps  were s uitably dimmed, heating was  regulated 

to the comfort temperature and the front doorbell was  s witched off at the s ame time? The "Hous e party" 

playlis t can provide bright lighting and a changeover to cooling mode. 

S elect s cenes  which operate your home technology us ing the KNX S onos  Gateway. 

2.3.3.5  Security 
The S onos  s ys tem and KNX Sonos  Gateway make your home more s ecure: Automated s ound output offers  a 

wide variety of pos s ibilities . 

1) On holiday (occupied-home simulation):  

Music in the house keeps uninvited guests away  

Why jus t s witch lights  on and off and move s hutters  to s imulate an occupied hous e? Integrate your world of 

audio into the occupied-home s imulation. What burglar would pick a hous e where loud mus ic is  regularly 

played? 

Scaring off uninvited guests with sound scenarios  

Loud dog barking, s iren s ounds  and even voice announcements  from the microS D card triggered by outdoor 

motion detectors  and played in different rooms  will make criminals  change their plans . 

Simulating conversations  

Put an audio book in MP3 format on the microS D card or network hard dis k, and S onos  can s imulate a lively 

dialogue ins ide your hous e while you're on holiday. Why not move it around as  well? With multiple S onos  de-

vices  in the hous e, the dialogue can "move" around your home. 
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2) At home alone? 

Sonos signals unexpected visits  

Motion detection verbal warning: When it's  dark, S onos  can notify you in good time of movement outdoors  

with an audio s ignal or s peech in every room before the doorbell is  even pres s ed. 

Sonos will scare them away 

Hear s us picious  nois es  outdoors ? 

Pres s ing the light s witch (e.g. in the bedroom) s witches  on the lighting ins ide and on the hous e. A s trong male 

voice, a recording, calls  out from the S onos  outdoor device: "Attention! Leave the property immediately! The 

police have been notified!" This  can even be followed by unobtrus ive police s irens . 

3) While you're leaving 

Prevent fire and water damage  

If the exterior doors  are equipped with contacts  connected to the building bus , the KNX S onos -Gateway can 

provide you with valuable information on the way while you're leaving the hous e: Brief audible mes s ages  s uch 

as  "The cooker is  s till on!" and "A s kylight is  s till open" can help prevent undes irable things  happening. 

2.3.3.6  Energy efficiency  
The S onos  s ys tem and KNX Sonos  Gateway help you to us e energy more efficiently without los ing any com-

fort. A few examples : 

Don't waste heating energy: "Window opened" announcement 

If the outs ide temperature and the pos ition of the windows  are known to the KNX s ys tem, occupants  can be 

reminded of energy cons umption after a period of time and at regular intervals . 

The announcement "The child's  room window has  been open for a long time" can work wonders . The volume 

can als o be increas ed from announcement to announcement in es pecially s tubborn cas es . 

Improve power generator use: Integrate generator s 

A s olar power s ys tem mounted on a roof often s upplies  more power than is  needed in a home. In s uch cas es , 

s urplus  energy is  fed back into the energy network for minimal compens ation. 

In the evening, it's  jus t the oppos ite –  Power generated by the PV s ys tem decreas es  while cons umption for an 

electric cooker and televis ion increas es , meaning power mus t be acquired at a higher cos t. 

The KNX S onos -Gateway can help. If the photovoltaic s ys tem s ignals  a current energy s urplus  via KNX, the 

following S onos  announcement may be able to make a valuable contribution to environmental protection and 

lower your cos ts  as  well: "Energy s urplus  –  It would now be a good time for you to s tart the dis hwas her, was h-

ing machine or drier!" 
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2.3.4 Application scenarios – Comfort solutions  in the living environment  

2.3.4.1  Door contact enables dynamic group creation  
In this  application, a door contact caus es  a configured mas ter-s lave group to actuate via KNX. The S onos  

devices  then become a mas ter or s lave (as  configured).  

If the door is  opened, the rooms  become an acous tic unit: The KNX S onos  Gateway creates  a group in which a 

S onos  device in the living area functions  as  the mas ter for Sonos  devices  in the dining room, thus  determining 

mus ic playback. 

If the door is  clos ed, the KNX S onos  Gateway terminates  the mas ter-s lave group. Both rooms  once again have 

their original mas ter and can be operated independently. 

 
KNX s ens or reports : 
S liding door between 
living and dining 
areas  clos ed. 

 KNX S onos  Gateway converts  KNX 
command into S onos  commands  
(IP). 

 The mas ter-s lave group is  
terminated  Different me-
dia can be us ed in the living 
and dining areas . 

 

Situation  Result 

Is  the door open? The S onos  mus ic in the dining room is  the s ame as  the living room (group 
creation). 

Is  the door clos ed? 

 

 

 

Different media can be enjoyed (again) in each room. 

 

The S onos  devices  in the dining room are initially muted after 
termination. Playback which may have been interrupted by group 
creation is  not continued. This  can be implemented us ing optional 
Logic Modules , however. 

 

KNX-TP bus  line IP  data network, Ethernet 

KNX S onos -Gateway 

Door contact 
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2.3.4.2  Sonos as a smart door gong 
This  application trans forms  the S onos  s ound s ys tem into a s mart door gong. 

Two vers ions  are pos s ible: 

• The volume in one or more (all) groups  is  reduced, and the s tandard door gong can then be heard in 

the hous e. 

• Mus ic playback in one or more (all) groups  is  s topped, and a door s ignal is  heard in thes e groups . 

o The s ignal is  a S onos  playlis t, which has  been configured as  an announcement in a playlis t 

entry. The file with the s ound may be on the microS D card in your KNX S onos  Gateway or on 

another releas e. Create the S onos  playlis t with the official S onos  s oftware. 

o This  loading occurs  during the day in the entire hous e. At night, the s ignal is  only heard in 

the parent zone, s o as  not to dis turb s leeping children. 

o Even if you're lis tening to loud mus ic, you'll always  know there's  a gues t at the door becaus e 

the mus ic playback is  interrupted for the door gong. The original mus ic playback is  res umed 

once the gong has  finis hed. 

• Announcement function: s ee Section ► Announcement mode, p. 66. 

 
KNX s ens or reports : 

Doorbell pressed. 
Time clock (or other 
system device) for query-
ing the time. 

 KNX Sonos Gateway converts 
KNX command into Sonos com-
mands (IP). 

 The Sonos sound systems 
plays an audio file with a 
doorbell sound, from the 
card, for example, over all 
Sonos devices during the 
day and only in the parent 
zone at night (group crea-
tion). 

KNX-TP bus line IP data network, Ethernet 

Doorbell button at 
KNX binary input KNX Sonos Gateway 
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2.3.5 Commercial application scenarios  

2.3.5.1  Announcements in sales and event rooms  
The KNX S onos  Gateway can pres ent announcements  at the pus h of a button or at s et times . 

 
Pres s ing the button 
"Announce current offer" 
triggers  a KNX command. 

 KNX S onos  Gateway converts  
KNX command into Sonos  
commands  (IP). 

 S onos  can play s elected 
audio from a media library 
on the network, from the 
microS D card in the device, 
for example. 

 

 
Requirements  for an-
nouncements  can als o be 
triggered by time control. 

 KNX S onos  Gateway converts  
KNX command into Sonos  
commands  (IP). 

 S onos  can play s elected 
audio from a media library 
on the network, from the 
microS D card in the de-
vice, for example. 

The KNX S onos  Gateway can provide event-bas ed announcements . 

KNX-TP bus  line 
IP  data network 
Ethernet 

"Valued cus tom-
ers . We are cur-
rently offering..." 

KNX-TP bus  line IP  data network 
Ethernet 

"Valued cus tomers . 
Even the happies t 
s hopping days  come to 
an end. We will be 
clos ing s hortly..." 

KNX S onos  Gateway 

KNX S onos  Gateway 
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Your announcements will be triggered by events: 

Raining?  Umbrella department. 

High temperatures  outs ide?  Invitation to the ice cream parlour 

... 

 
Requirements  for announce-
ments  can als o be triggered 
by events . Example: Weather 
sensor reports blue skies. 

 KNX Sonos Gateway converts 
KNX command into Sonos 
commands (IP). 

 Sonos can play selected 
audio from a media 
library on the network, 
from the microSD card in 
the device, for example. 

KNX-TP bus line 
IP data network 
Ethernet 

"Valued customers. 
The sun is shining. You 
will find sunshades and 
awnings on the ground 
floor." Our staff would 
be happy to help you! 

KNX Sonos Gateway 
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2.4 General safety instructions  

 
WARNING 

 

Danger from incorrect use  

Incorrect us e can res ult in damage to the device, fire or other dangers . 

 Only qualified electricians  may ins tall and mount electrical devices . 

 Follow the ins tructions  in this  product manual. 

 This  product manual is  part of the product and mus t remain with the cus tomer. 

 

 
IMPORTANT 

Damage to the device due to incorrect opening  

 Never open the hous ing. 

 If you s us pect that the device is  damaged, contact our S upport. 

 We provide a warranty in accordance with s tatutory requirements . Pleas e s end the device back to us  
pos tage free with a detailed error des cription. 

2.5 Storage and transport  
S tore the device in its  original packing. The original packing provides  optimum protection during trans port. 

S tore the device in a temperature range of -25 °C to +70 °C. 
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3 Basic information  

3.1 Room/zone 
A room, als o known as  a zone, is  the area where you lis ten to mus ic with your S onos  devices . 

Rooms  are merely a notional concept. A room may be an actual room or s everal rooms  in a group: 

• An actual room, s uch as  the kitchen, can be a room for S onos . 

• S everal actual rooms , s uch as  the hallway and bathroom, can als o compris e a room for S onos . 

 
S onos  us es  the terms  "room" and "zone" s ynonymous ly. 

 

Room Dining room Living room 

 

S onos  device 

 
 

 

Mus ic 

Figure 1: One Sonos device per room 

3.2 Play music in rooms synchr o-

nously 
More than one Sonos  device may be ins talled in a room. Each individual S onos  device could play a different 

mus ic s ource. This  would generally be very unpleas ant for lis teners , even if the devices  played the s ame mu-

s ic s ince playback is  us ually not s ynchronis ed. 

Room Dining room Living room 

 

S onos  device 

 

 

Mus ic 

Figure 2: Two Sonos devices per room which play different music  

You can connect the S onos  devices  in s uch a way that the mus ic from all S onos  devices  within a room is  

s ynchronis ed when it plays . 

Room Dining room Living room 
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S onos  device 

 

 

Mus ic 

Figure 3: Two Sonos devices per room which play the same music (Sonos devices grouped)  

There are several different ways to synchronise playback in the Sonos software and using KNX. These differ-

ent ways can also be combined with one another. 

Master -slave groups (MSG) 

• A mas ter-s lave group is  a logic grouping of up to s ix S onos  devices  in the KNX Sonos  Gateway. A 

mas ter-s lave group compris es  a s ingle mas ter and up to five s laves . 

• The dis tinction between S onos  devices  in their function as  a mas ter or s lave is  a KNX Sonos  Gate-

way concept. You will find additional information at ► Mas ter and s laves , p. 25. 

• A mas ter-s lave group allows  Sonos  groups  to be formed or dis s olved us ing the KNX Sonos  Gate-

way's  communication objects , s o that S onos  devices  can be controlled together or s eparately, de-

pending on the s pecific us e cas e. 

• You can define which S onos  devices  belong to particular mas ter-s lave groups  beforehand in the pa-

rameter s ettings  in the ETS (s ee als o ► Configuring parameters , p. 69). The S onos  devices  are not 

truly grouped until explicitly required for the us e cas e (during the running time). This  is  als o why we 

refer to "dynamic group creation". 

• You can find a more detailed des cription of this  proces s  at ► Table 5: Overview of a S onos  device's  

behaviour in the role of a s lave in mas ter functions , p. 27. 

Sonos groups (designated as "groups" by Sonos) 

• You bring two or more S onos  devices  together in a group. 

• All S onos  devices  in a group play the s ame mus ic in s ynchronis ation. You can change the volume for 

the whole group or for individual S onos  devices  in the group on an individual bas is . 

• You can form a S onos  group in the Sonos  s oftware or us ing the KNX S onos  Gateway with the help of 

mas ter-s lave groups . 
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Stereo pairs 

• You permanently connect two S onos  devices  as  a s tereo pair, which is  then treated as  a s ingle S onos  

device. 

• The one S onos  device acts  as  a left-hand audio channel and the other as  the right-hand one. 

• You can only create a s tereo pair in the S onos  s oftware. 

• You can us e the s tereo pair in S onos  groups , es pecially as  a mas ter or s lave within mas ter-s lave 

groups . You can configure mas ter-s lave groups  in the ETS. See ► Configuring parameters , p. 69 for 

more details . 

You can find a more detailed des cription of this  proces s  at ► S tereo pair: Connect S onos  devices  

permanently, p. 22. 

3.2.1 Stereo pair: Connect Sonos devices permanently  
Two S onos  devices  are grouped in the S onos  s oftware to ens ure that this  mus ic is  played in s ynchronis ation. 

What makes  a s tereo pair s pecial is  that the one Sonos  device acts  as  a left-hand audio channel and the other 

as  the right-hand one. 

The two devices  become a s ingle S onos  device for KNX and in the Sonos  s oftware. The two S onos  devices  

can no longer be controlled s eparately via KNX. You configure the s tereo pair as  a mas ter or s lave in the ETS, 

jus t like any other S onos  device. 

 

The s tereo pair cannot be s eparated us ing KNX; you need to s eparate them in the S onos  s oft-
ware, where you als o define the s tereo pair. You only need to enter the s tereo pair's  IP  addres s  
within the ETS. This  is  the IP  addres s  of the S onos  device which you have des ignated the firs t 
device in the s tereo pair in the S onos  s oftware. You can learn how to create or s eparate s tereo 
pairs  and much more in the S onos  documentation. 

The following diagram s hows  that only one S onos  device is  recognis ed via KNX: 

• Room – dining room: Sonos device 1 

• Room – living room: Sonos device 3 

• The Sonos devices 2 and 4 are invisible for the Sonos software and KNX. 

Room Dining room Living room 

 

Sonos device 

 

 

Music 

Figure 4: Two Sonos devices per room which play the same music (grouped as a stereo pair)  
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3.2.2 Case example: Handling stereo pairs in the ETS 
Below, you will learn how to configure s tereo pairs . 

Overview of work steps  

1. Create s tereo pairs . 

2. Enable configuration for mas ter-s lave groups . 

3. Configure mas ter in the two mas ter-s lave groups . 

4. Generate KNX group addres s  and link to KNX S onos  Gateway's  corres ponding communication objects . 

5. Link KNX group addres s es  with KNX buttons , vis ualis ations  and s imilar. 

Initial situation  

There are two rooms  with two S onos  devices  each. 

• Dining room: S onos  devices  1 and 2 

• Living room: S onos  devices  3 and 4 

The S onos  devices  could play different mus ic in a room if they are not configured correctly. This  would gener-

ally be very unpleas ant for the lis tener. 

Room Dining room Living room 

 

S onos  device 

 

 

Mus ic 

Figure 5: Two Sonos devices per room which play different music  

Table 3: IP addresses for "Define stereo pairs" example 

Sonos device Room IP address 

1 Living room left 192.168.0.11 

2 Living room right 192.168.0.12 

3 Dining room left 192.168.0.15 

4 Dining room right 192.168.0.16 

Objective 

Both S onos  devices  in a room are s uppos ed to play the s ame mus ic. To ens ure this  is  the cas e, the two S onos  

devices  in the room concerned need to be controlled together s imultaneous ly. The one Sonos  device needs  to 

act as  a left-hand audio channel and the other as  the right-hand one. It s hould no longer be pos s ible to control 

the Sonos  devices  within a room s eparately. 

As  s tereo s ound is  required, we decide on the s tereo pair configuration. 
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Room Dining room Living room 

 

S onos  device 

 

 

Mus ic 

Figure 6: Objective for "Define stereo pairs" example  

Work steps  Details 

1. Create stereo pairs. Create stereo pairs in the Sonos software (e.g. on your app). You can 
learn how to create stereo pairs in the Sonos software in the Sonos doc-
umentation.  

 

The Sonos software and the KNX Sonos Gateway regard a 
stereo pair as a single (1) "visible" Sonos device. You only need 
to enter the stereo pair's IP address within the ETS. This is the 
IP address of the Sonos device which you have designated the 
first device in the stereo pair in the Sonos software. 

 Note down this  S onos  device's  IP  addres s . 

 
If you don't know the s tereo pair's  IP  addres s , look it up in the S onos  
s oftware ► Determine IP  addres s es  of the S onos  devices  in the data 
network, p. 73 

2. Enable configuration for 
mas ter-s lave groups . 

You wis h to control the mus ic s eparately from one another for the two 
s tereo pairs . To do s o, you configure two mas ter-s lave groups  and es tab-
lis h the IP  addres s  of one s tereo pair as  the mas ter. 

To do s o, s elect the following s ettings  in the <<General>> tab in the ETS : 

<<Configuration of the mas ter-s lave groups >> <<2 groups >> 

<<S upport for dynamic group creation (mas -
ter/s lave)>> 

<<No>> 

Two new <<Group <n>> tabs are shown. A master can be configured i  
these tabs. 

 

If you wish to also use a stereo pair as a slave in the other mas-
ter-slave group or want to assign more slaves to the stereo pair, 
select support for dynamic group creation in the <<General>> 
tab: 

<<Support for dynamic group 
creation (master/slave)>>  

<<Yes>> 
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3. Configure mas ter in the 
two mas ter-s lave groups . 

Configure two mas ter-s lave groups  in the ETS. The IP  addres s es  are 
known in our example. 

If you don't know the IP  addres s es , you need to identify them yours elf 
now; s ee ► Determine IP  addres s es  of the S onos  devices  in the data 
network, p. 73. 

 

The S onos  s oftware and the KNX S onos -Gateway regard a 
s tereo pair as  a s ingle (1) "vis ible" S onos  device. You only need 
to enter the s tereo pair's  IP  addres s  within the ETS . This  is  the 
IP  addres s  of the S onos  device which you have des ignated the 
firs t device in the s tereo pair in the S onos  s oftware. 

Configure the mas ter in the two mas ter-s lave groups : 

Mas ter-s lave group 1: S tereo pair 1 as  mas ter 

<<Group 1 mas ter>> 192.168.0.11 

Mas ter-s lave group 2: S tereo pair 3 as  mas ter 

<<Group 2 mas ter>> 192.168.0.15 
 

4. Generate KNX group 
addres s  and link to KNX 
S onos -Gateway´s  corre-
s ponding communication 
objects . 

Generate the KNX group addres s es  and link the KNX S onos -Gateways ´s  
corres ponding communication objects  for the mas ter-s lave groups  1 and 
2; for example: 

• <<Play>> 

• <<Playback s tate>> 

• <<Next/previous  track>> 

• <<Relative volume control>> 

5. Link KNX group addres s -
es  with KNX buttons , vis -
ualis ations  and s imilar. 

• Link <<Play>> and <<Next/previous  track>> with pus h button s witch-
ing objects , <<Playback s tate>> with a s tate object of vis ualis ations . 

• Link the communication object <<Relative volume control>> with a 
dimmer s witch object. 

3.3 Master and slaves 
Mas ter and s laves  are des ignations  for S onos  devices . You can determine the role for a Sonos  device which it 

s hould take in a mas ter-s lave group in configuration in the ETS . You can define any S onos  device which you 

can als o s ee in the original S onos  s oftware as  the mas ter. This  can als o be a s tereo pair. It is  pos s ible to con-

figure a device in different roles  in s everal mas ter-s lave groups  –  as  a mas ter in group 1 and as  a s lave in 

group 2. However, a Sonos  device is  unable to take on both roles  s imultaneous ly during the running time. 

If a S onos  device is  configured in both roles  in s everal groups , the mas ter's  communication object <<Sonos  

group s lave s tate>> can be us ed to detect whether the S onos  device currently has  a s lave role, and place it in 

the mas ter role again us ing the <<Exit s lave mode>> communication object. 

Mas ters  are the "s ound-s etting" S onos  devices  in a S onos  group. They are us ed to determine what mus ic is  

reproduced and als o provide information on the mus ic, s uch as  the track, artis t and playlis t name. All other 

S onos  devices  in a Sonos  group play the s ame mus ic in s ynchronis ation. We could thus  s ay that the mas ter 

controls  its elf and its  s laves  when reproducing mus ic. Only mas ters  are able to "command" all functions . 
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S laves  are S onos  devices  in a S onos  group for which only limited control is  pos s ible. If a S onos  device is  in a 

s lave role, then it is  only pos s ible to control the volume for this  device on an individual bas is . If the Sonos  

device is  als o configured as  a mas ter in a mas ter-s lave group, the us e of the mas ter functions ' communica-

tion objects  may be limited; als o s ee ► Table 5: Overview of a S onos  device's  behaviour in the role of a s lave 

in mas ter functions  on this matter. It is  als o pos s ible to us e the communication object <<S lave <n> –  S witch 

group as s ociation>> to remove the device from the S onos  group. It then takes  on the role of a mas ter, which 

does  not neces s arily need to be configured as  one of the KNX S onos  Gateway's  mas ters . A s tereo pair can 

als o adopt the role of s lave. 

If the Sonos  devices  in s everal rooms  are part of a mas ter-s lave group, they behave as  one room with regard 

to control. 

You will find the differences  in controlling a S onos  device as  a mas ter or s lave in ► Table 4. ► Table 5 de-

s cribes  the behaviour which a S onos  device dis plays  in its  role as  a s lave if you us e mas ter functions . 

Table 4: Overview of the differences between master and sla ve 

Type Music playback  Adjust volume  Control slaves 

Master Yes 

• Trans mit commands  
s uch as  Play, Paus e, 
S top, Next track. 

• S elect s ource of mus ic 
playback, e.g. s elect a 
playlis t. 

Yes  

• S et volume (abs olute or 
gradual) 

• A mas ter-s lave group's  
volume is  controlled us ing 
the group volume. 

A mas ter s pecifies  the 
mus ic for the s laves  in its  
mas ter-s lave group. 

S lave No 

• The mas ter's  mus ic 

Yes  

• A mas ter-s lave group's  
volume is  controlled us ing 
the group volume. 

• However, a s lave's  volume 
can be s et on an individual 
bas is . 

No 

 

 

Risk of confusion  

S onos  devices  can als o be as s embled in groups  or s tereo pairs  in the Sonos  s oftware. The 
S onos  device in the S onos  s oftware to which you add other S onos  devices  when creating a 
group takes  on the role of the mas ter while the added Sonos  devices  adopt the role of s lave. 
Group creation in the Sonos  s oftware thus  als o has  an effect on a S onos  device's  available func-
tions  in mas ter-s lave groups . 
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Table 5: Overview of a Sonos device's behaviour in the role of a slave in master functions  

Master function  Behaviour for radio  Behaviour for Sonos playlist  

<<Play>> • With value <<0>>: 
<<PlayerIs S lave>> error is  
s ent. 

• With value <<1>>: The com-
mand is  ignored. 

• With value <<0>>: 
<<PlayerIs S lave>> error is  
s ent. 

• With value <<1>>: The com-
mand is  ignored. 

<<Paus e>> • With value <<0>>: The com-
mand is  ignored. 

• With value <<1>>: 
<<PlayerIs S lave>> error is  
s ent. 

• With value <<0>>: The com-
mand is  ignored. 

• With value <<1>>: 
<<PlayerIs S lave>> error is  
s ent. 

<<S top>> • With value <<0>>: The com-
mand is  ignored. 

• With value <<1>>: The Sonos  
device becomes  a mas ter and 
s tops  the mus ic playback. 

• With value <<0>>: The com-
mand is  ignored. 

• With value <<1>>: The Sonos  
device becomes  a mas ter and 
s tops  the mus ic playback. 

<<Next/previous  track>> • <<PlayerIs S lave>> error is  
s ent. 

• <<PlayerIs S lave>> error is  
s ent. 

<<Next/previous  playlis t>> • Next/previous  playlis t is  a 
radio s tation: The Sonos  de-
vice becomes  a mas ter and 
s tarts  playing the s elected 
playlis t. 

• Next/previous  playlis t is  a 
S onos  playlis t: <<general 
err>> error is  s ent. 

• Next/previous  playlis t is  a 
radio s tation: The Sonos  de-
vice becomes  a mas ter and 
s tarts  playing the s elected 
playlis t. 

• Next/previous  playlis t is  a 
S onos  playlis t: <<general 
err>> error is  s ent. 

<<Playlis t s election>> • S elected playlis t is  a radio 
s tation: The Sonos  device be-
comes  a mas ter and s tarts  
playing the s elected playlis t. 

• S elected playlis t is  a S onos  
playlis t: <<general err>> error 
is  s ent. 

• S elected playlis t is  a radio 
s tation: The Sonos  device be-
comes  a mas ter and s tarts  
playing the s elected playlis t. 

• S elected playlis t is  a S onos  
playlis t: <<general err>> error 
is  s ent. 

<<Random playback>> • With value <<0>>: The com-
mand is  ignored. 

• With value <<1>>: 
<<PlayerIs S lave>> error is  
s ent. 

• Is  ignored. 

<<Repeat all>> • With value <<0>>: The com-
mand is  ignored. 

• With value 1: 
<<PlayerIs S lave>> error is  
s ent. 

• Is  ignored. 
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3.4 Master -slave groups 
A mas ter-s lave group is  the logic grouping of s ix S onos  devices  in the KNX S onos  Gateway. Mas ter-s lave 

groups  bring S onos  devices  together, s o that mus ic can be played in all the mas ter-s lave group's  rooms  in 

s ynchronis ation. If s everal rooms  form part of a mas ter-s lave group, they behave as  one room with regard to 

control. 

The mas ter-s lave group are dynamically created and als o dis s olved again during the running time (dynamic 

group creation). A mas ter-s lave group is  a S onos  group which compris es  a s ubs et of the available S onos  

devices  which can be us ed for group creation in the Sonos  s oftware. Application example ► Door contact 

enables  dynamic group creation, p. 15. 

 

Risk of confusion  

S onos  devices  can als o be as s embled in groups  or s tereo pairs  in the Sonos  s oftware. The 
S onos  device in the S onos  s oftware to which you add other S onos  devices  when creating a 
group takes  on the role of the mas ter while the added Sonos  devices  adopt the role of s lave. 
Group creation in the Sonos  s oftware thus  als o has  an effect on a S onos  device's  available func-
tions  in mas ter-s lave groups . 

Key data: 

• A mas ter-s lave group contains  a s ingle mas ter. 

• You can as s ign up to five s laves  to each mas ter by configuring s laves  in a mas ter-s lave group. 

• You can us e an KNX Sonos  Gateway to configure up to ten mas ter-s lave groups  and thus  configure 

up to 60 different devices . 

 

As  of the date this  documentation was  printed, S onos  s upports  a total of up to 32 
S onos  products  and controllers  in a s ingle hous ehold. The maximum number of 60 
different S onos  devices  or 51 S onos  devices  in one S onos  group us ing ten mas ter-
s lave groups  with the s ame mas ter can therefore only be attained theoretically. 

• A S onos  device can be configured as  a mas ter or s lave in the configuration s everal times  over: 

o A S onos  device can be a mas ter in any number of mas ter-s lave groups . 

o A S onos  device can be a s lave in any number of mas ter-s lave groups . 

o A S onos  device can be configured as  a mas ter or s lave in different mas ter-s lave groups  

s imultaneous ly. 

► Both a mas ter and s lave in the configuration, p. 30 

• A S onos  device is  either a mas ter or s lave during running time: 

o You can activate or deactivate the defined s laves  in a mas ter-s lave group as  you require. 

o A s lave belongs  to the mas ter for which it was  las t activated. 

o If a S onos  device has  the role of mas ter before it was  activated as  a s lave, it los es  its  role as  

a mas ter and takes  on the role of s lave. 

o A S onos  device remains  a s lave until you releas e it us ing the <<Exit s lave mode>> commu-

nication object or remove it from the S onos  group in the S onos  s oftware. 

• You can make a Sonos  group with up to 51 S onos  devices  with all ten mas ter-s lave groups  if you 

make s uitable configuration s ettings  des pite the limit to five s laves  per mas ter. 

► Figure 7: A mas ter controls  max. 51 S onos  devices , including its elf, p. 29 
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As  of the date this  documentation was  printed, S onos  s upports  a total of up to 32 
S onos  products  and controllers  in a s ingle hous ehold. The maximum number of 60 
different S onos  devices  or 51 S onos  devices  in one S onos  group us ing ten mas ter-
s lave groups  with the s ame mas ter can therefore only be attained theoretically. 

During the running time, you can only add the S onos  devices  as  a s lave if you have defined them as  s uch in 

the configuration in the <<Group <n>>>  <<S ettings >> tab for the mas ter-s lave group concerned. 

 

The definition of s laves  in a mas ter-s lave group s tates  which particular S onos  devices  can be 
potentially linked with the mas ter. You can us e the communication object <<S lave 1/2/3/4/5 –  
S witch group as s ociation>> to activate individual s laves . 

Why must I activate each individual slave in a master -slave group? 

The individual activation provides you with greater flexibility. For example, you can switch off the "Doorbell" 

announcement for the Sonos device in the child's room when they are taking an afternoon nap. You can acti-

vate all slaves for the "Dinner bell" announcement, so that no-one in the house misses a hot meal. 

What is the largest possible Sonos group that you can create with the  KNX Sonos-Gateway? 

A Sonos device can be configured as a master in several master-slave groups. 

If you then control this Sonos device as a master, you can control all slaves in the corresponding master-slave 

group, providing you have activated the slaves. 

If you configure a Sonos device (here: no. 1) as the master in all ten master-slave groups, you can then add up 

to 51 Sonos devices to a Sonos group during the running time (see ► Figure 7: A mas ter controls  max. 51 

S onos  devices , including its elf, p. 29). 

 

As  of the date this  documentation was  printed, S onos  s upports  a total of up to 32 Sonos  prod-
ucts  and controllers  in a s ingle hous ehold. The maximum number of 60 different S onos  devices  
or 51 S onos  devices  in one S onos  group us ing ten mas ter-s lave groups  with the s ame mas ter 
can therefore only be attained theoretically. 

 
Figure 7: A master controls max. 51 Sonos devices, including itself  
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3.4.1 Both a master and slave in the configuration  
A S onos  device can be a mas ter or s lave s everal times  over. However, this  only applies  to the configuration. 

Each S onos  device can only perform one role at any given point in time and thus  can only play one s pecific 

track and not s everal tracks  at the s ame time. 

In ► Figure 8, you can s ee that S onos  device 4 is  configured in three different mas ter-s lave groups : 

• As  s lave in mas ter-s lave group 1 

• S onos  device 4 is  its elf the mas ter in two mas ter-s lave groups : 

o Mas ter-s lave group 3 without s laves  

o Mas ter-s lave group 4 with two s laves  (S onos  devices  3 and 10) 

 
Figure 8: Sonos device is used several times in the configuration  

Thes e mas ter-s lave groups ' configurations  can be us ed to create S onos  groups  during the running time (dy-

namic group creation). 

Cas e s tudy –  initial s ituation: 

• All s laves  are deactivated; i.e. no S onos  groups  have been created. 

Cas e s tudy –  continuation 1: 

• You activate S onos  devices  2 and 4 as  s laves  in mas ter-s lave group 1. 

• Res ult: S onos  devices  2 and 4 s witch from the role of mas ter to the role of s lave for mas ter S onos  

device 1. 

o S onos  devices  1, 2 and 4 play S onos  device 1's  mus ic in s ynchronis ation. 

o The S onos  devices  2 and 4 los e their mas ter functions  which they have in mas ter-s lave 

groups  2, 3 and 4. 
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Cas e s tudy –  continuation 2: 

• You now activate S onos  devices  3 and 10 as  s laves  in mas ter-s lave group 4. 

• Res ult: No changes . Why? 

S onos  device 4 continues  as  a s lave and therefore does  not have its  full mas ter functions  to add an-

other S onos  device as  a s lave to a group. Us ing a mas ter function does  not neces s arily automatically 

mean that the Sonos  device s witches  to the mas ter role. You can only us e mas ter functions  to a lim-

ited extent (als o s ee ► Table 5: Overview of a S onos  device's  behaviour in the role of a s lave in mas -

ter functions ) until you releas e it us ing the <<Exit s lave mode>> communication object. It continues  

to play the mus ic of its  mas ter, S onos  device 1. The <<general err>> error is  trans mitted on the 

<<S ys tem s tatus >> communication object s ince the s laves  cannot be activated. The mas ter-s lave 

group 4 s laves  remain inactive. 

 

 

Things to remember  

A slave belongs to the master for which it was last activated.  

If a Sonos device had the status "Master" before it was activated as a slave, it loses its status as 
a master. 

A Sonos device remains a slave until you do the following: 

• You can use another master-slave group master's <<Exit slave mode>> communication 
object to remove the device from the group if the said Sonos device is configured as a mas-
ter there. 

• You use the slave's communication object <<Slave 1/2/3/4/5 – Switch group association>> 
to remove the device from the master-slave group where it is active as a slave. 

• You can remove the Sonos device from the Sonos group in the Sonos software. 
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No interlacing of master -slave groups 

Master slave groups cannot be interlaced with one another. A Sonos device is always a master or slave during 

running time. 

In the following diagram, you can see two master-slave groups. 

• Mas ter-s lave group 1 has  configured two s laves  (S onos  devices  2 and 4). 

• Mas ter-s lave group 2 has  configured five s laves  (S onos  devices  5, 6, 7, 8 and 9). 

 
Figure 9: Two master-slave groups (Sonos device 2 configured as a slave and as a master) 

Cas e s tudy –  initial s ituation: 

• All s laves  in the mas ter-s lave group 1 are deactivated. 

• All s laves  in the mas ter-s lave group 2 are activated. 

Cas e s tudy –  continuation: 

• You now activate only S onos  device 2 as  a s lave in mas ter-s lave group 1. 

• Res ult: The S onos  device 2 s laves  in mas ter-s lave group 2 are deactivated. Sonos  device 2 becomes  

a s lave of Sonos  device 1 in mas ter-s lave group 1. 

A S onos  device in a mas ter role does  not take its  s laves  with it to a group where it becomes  a s lave. 
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3.4.2 Running time error in alternating master -slave relationships  
You have now learned that a Sonos  device can be a mas ter or s lave s everal times  over within the configura-

tion and you are als o familiar with a few pitfalls  in the us age of S onos  devices . 

Alternating mas ter-s lave relations hips  are a frequently us eful configuration –  for party mode, for example. 

Initial situation – configuration in the ETS:  

In the following diagram, you can see two master-slave groups. 

• Mas ter-s lave group 1 has  a s lave (S onos  device no. 2). 

• Mas ter-s lave group 2 has  a s lave (S onos  device no. 1). 

• The two mas ters  are thus  configured alternately as  a s lave. 

 

Current use – without slaves:  

You us e the two mas ter-s lave groups  without s laves . 

 

Res ult: 

• S onos  device 1 is  a mas ter and plays  its  mus ic. 

• S onos  device 2 is  a mas ter and plays  its  mus ic. 
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You now activate the slaves: 

You activate Sonos device 2 as a slave of master 1. 

 

Result: 

• S onos  device 2 los es  its  s tatus  as  a mas ter and is  now a s lave of Sonos  device 1 in mas ter-s lave 

group 1. 

• S onos  device 2 plays  mas ter 1's  mus ic. 

Everything works  as  planned up until this  point. However, if you now try to actuate Sonos  device 2 as  a mas ter, 

you receive a running time error (<<general err>> on the <<Sys tem s tatus >> communication object) as  Sonos  

device 2 is  currently a s lave. Us e the <<Exit s lave mode>> communication object, s o that Sonos  device 2 can 

be us ed as  a mas ter again. 

3.4.3 Enable master-slave groups in the ETS 
You need to enable mas ter-s lave groups  to configure more than one mas ter. 

• To do s o, s elect the required number of groups  in the <<General>> tab in the <<Configuration of the 

mas ter-s lave group>> drop-down lis t. 

You need to enable the s lave’s  configuration to be able to as s ign s laves  to a mas ter-s lave group. 

• To do s o, s elect <<Yes >>in the <<General>> tab in the <<S upport for dynamic group creation (mas -

ter/s lave)>> s etting. 

3.4.4 Dynamic group creation (example: party mode)  
We have us ed s ome examples  below to explain dynamic group creation to you. 

A quick reminder: 

• A mas ter can play its  own mus ic independently of other S onos  devices . 

• A s lave plays  its  mas ter's  mus ic. 

There may be a time when you generally wis h to control mus ic for each room but want to play the s ame mus ic 

in all rooms  on certain occas ions . 

For example, you would like to play the s ame mus ic throughout the hous e during parties  (party mode). To do 

s o, the us er could s et the s ame playlis t for each S onos  device individually for the party, but that would be very 

laborious . Moreover, the mus ic would then us ually not be s ynchronis ed, which would be very unpleas ant for 

the party gues ts . This  is  where dynamic group creation comes  in. 
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A S onos  device mus t become a s lave within a mas ter-s lave group to ens ure that it depends  on another device. 

This  mas ter-s lave group is  then us ed for certain occas ions  only (dynamic). 

Now take a look at the initial scenario first:  

• You have one Sonos  device for each room (als o known as  a zone). 

o There is  a S onos  device in the dining room (hereinafter referred to as  S onos  device 1) 

o There is  a S onos  device in the living room (hereinafter referred to as  S onos  device 3) 

• The S onos  device is  a mas ter in each room. 

Technically, we now have two mas ter-s lave groups  which compris e one mas ter each. A mas ter can play its  

own mus ic independently of other S onos  devices . 

• S onos  device 1 is  playing mus ic A. 

• S onos  device 3 is  playing mus ic C. 

 
You configure the playlis ts  on the device webs ite. 

► Configure playlis ts  on the device webs ite, p. 61 

 

Room Dining room Living room 

 

S onos  device 

 

 

Mus ic 

Figure 10: Dynamic zone creation for Sonos devices (initial status) – Sonos devices are masters 

Configure party mode 

Objective: We wis h to do the following: 

1. The us er wants  the dining room mus ic to be played in the living room as  well but only when the us er ex-
pres s ly wants  it to be played –  when they pres s  a certain button, for example. The mus ic is  to be con-
trolled in the dining room when in party mode. 

2. It s hould s till be pos s ible for different mus ic to be played in the two rooms . 

Solution: Define two master -slave groups in the ETS. 

Room/mode Mas ter-s lave group Details  

 

Dining 
room/party 
mode 

 
 

Configuration to play different mus ic in the dining room 
and play the s ame mus ic in the dining room and living 
room when required. 

S onos  device 1 mus t be the mas ter. 

S onos  device 3 in the living room s hould play S onos  device 
1's  mus ic. 

S onos  device 3 mus t be able to become Sonos  device 1's  
s lave. 
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Living room 

 

Configuration to play different mus ic in the living room. 

S onos  device 3 mus t be the mas ter. 

1. S elect the following s ettings  in the <<General>> tab in ETS : 

<<Configuration of the mas ter-s lave groups >> <<2 groups >> 

<<S upport for dynamic group creation (mas ter/s lave)>> <<Yes >> 

Two new <<Group <n>> tabs are shown. Slaves can be configured in these tabs. 

2. Configure the Sonos device in the dining room as a master and the Sonos device in the living room as a 
slave. Select the <<Group 1>> tab and configure the settings as follows: 

<<Group 1 – master>> Sonos device 1's IP-address 

<<Group 1 – Number of slaves>> <<1 slave>> 

<<Group 1 – Slave 1>> Sonos device 3's IP address 

3. Configure the Sonos device in the living room as a master. Select the <<Group 2>> tab and configure the 
settings as follows:  

<<Group 2 – master>> Sonos device 3's IP-address 

<<Group 2 – Number of slaves>> <<None>> 

You can define what music is finally added on the device website. 

► Configure playlis ts  on the device webs ite, p. 61. 

How do I activate party mode? 

The master-slave group configuration states which particular Sonos devices can be potentially linked with the 

master.  

• S onos  device 1 is  a mas ter in the dining room and is  playing mus ic A. 

• S onos  device 3 is  a mas ter in the living room and is  playing mus ic C. 

Now activate S onos  device 3 as  a s lave to mas ter 1 us ing the communication object <<S lave 1/2/3/4/5 –  

S witch group as s ociation>>. 

Res ult: S onos  device 3 los es  its  s tatus  as  a mas ter and becomes  the s lave. Sonos  device 3 now plays  mus ic 

A. 

Us e the <<Exit s lave mode>> communication object if you want S onos  device 3 to be us ed as  a mas ter again. 

 

Create more groups in the Sonos software  

You can us e your S onos  app to combine any number of rooms  into a group or, alternatively, 
create a s tereo pair. Groups  not s hown on the KNX Sonos  Gateway are thus  als o pos s ible. 

To do s o, activate the des ired mas ter-s lave group and add other devices  to this  group us ing the 
S onos  app. In this  way, the entire group can be controlled with the group telegram (and thus  the 
KNX operating devices ) of this  mas ter via KNX. 

Dynamic group creation is  eas ily activated or deactivated us ing 1-bit group telegrams  on the 
KNX. 
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4 Technical data 
Power supply and connections  

Rated voltage: DC 24 V to 30 V 

S upply via external DC. 

Power cons umption: 2 W 

Connections : • KNX: Bus  connection terminal (black / red) 
(included in the s cope of s upply) 

• External power s upply: Power s upply terminal 
(white / yellow) 
(included in the s cope of s upply) 

• IP : 2x RJ 45 
(integrated s witch) 

microS D card s lot: microS D-cards  up to 32 GB (SDHC) 

microS D cards  mus t be formatted in FAT32. 

(not included in the s cope of s upply) 

 

Ambient conditions  

S torage temperature: -25 °C to +70 °C 

Ambient temperature of ins tallation environment: 0 °C to +45 °C 

 

Device dimensions 

Ins tallation width: 34 mm (2 HP) 

Ins tallation height: 90 mm 

Ins tallation depth: 74 mm (REG Plus ) 

 

KNX SPECIALIST 

Communication: • KNX: KNX/TP  

• IP : Ethernet 10/100 Bas eT 
(10/100 Mbit/s ) 

Ins tallation method: S -mode 

ETS vers ion: • ETS 4 from v4.2 

• ETS 5 or higher 

 

Approvals and protection type  

Approvals  / certifications : CE, KNX 

Protection type: IP20 (compliant with EN 60529) 

Protection clas s : III (compliant with IEC 61140) 
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5 Device design 
S tated directions  always  relate to the device in its  ins talled pos ition. In the ins tallation pos ition: 

• Connections , external power s upply, KNX and openings  for connection (top) 

• Network connections  (bottom) 

• Device s ticker with product name and other information (front) 

• Top-hat rail terminal (back) 

5.1 Front (in the installation position)  

 

No. Description  

1 Button: Programming button 

2 Connection: KNX/TP  

3 Connection: External power s upply 

4 LED: "Programming" LED (red) 

5 LED: "APP" LED: Operation indication (green) 

6 LED: "COM" LED: Communication KNX/TP 
(yellow) 

7 Connection: IP : 2x RJ 45 (integrated s witch) 

On unders ide of device! (S ection 
► Unders ide (network connections ), 
p. 39) 

8 S lider: Releas e lever for top-hat rail terminal 

Us ed for dis as s embly (S ection 
► Dis as s embly and dis pos al, p. 108) 

9 Connection: microS D card s lot 

As  optional network authoris ation (net-
work drive) for audio files  for playback by 
S onos  components . 

microS D-cards  up to 32 GB (SDHC) 

microS D cards  mus t be formatted in 
FAT32. 

(not included in the s cope of s upply) 
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5.2 Underside (network connections)  
The network connections  are located on the unders ide of your device. 

 

No. Description  

1 "Connection s peed" LED 

• LED lights  up green: 100 Mbit/s  

• LED is  off: 10 Mbit/s  
(There is  no connection, is  LED 2 als o off? 
Then check whether the cable is  correctly 
connected.) 

2 "Communication" LED 

• LED lights  up yellow-orange: Connected but 
currently no telegram traffic 

• LED flas hes  yellow-orange: Telegram traffic 

3 IP : 2x RJ 45 (integrated s witch) 
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5.3 Top 
The openings  for s ecuring the cover cap are located on the top of the device. 

S tated directions  always  relate to the device in its  ins talled pos ition. For orientation: (A) = back (back of the 

device). 

 

 

No. Description  

1 Openings  for s ecuring the cover cap 

2 Attached power connection terminal 

3 Attached bus  connection terminal 

5.4 Side of device 

 
Figure 11: Side of device, including cover cap and connected RJ45 cable  

No. Description  

1 Device with attached cover cap 

2 Releas e lever for top-hat rail terminal 

3 RJ 45 cable (not included in the s cope of s upply) 
connected to RJ 45 s ocket 
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6 Device website 
You can acces s  KNX S onos  Gateway via the “Device webs ite” application”. 

The device webs ite offers  the following functions  (extract): 

• ► Configure playlis ts , p. 61. 

• ► Check device s tatus , p. 105. 

 

The mas ter-s lave groups ' current s tatus  is  als o dis played on the <<Device s tatus >> page. 
You can s ee immediately whether a S onos  device is  currently a mas ter or s lave. 

• ► Update firmware, p. 58 

• ► Res et to factory s ettings , p. 56 

• ► Generate log files , p. 106 

The device webs ite is  run on your ins talled brows er. You do not require any additional s oftware. 

 

Device website not displayed? 

Caus e: The brows er us ed is  s imply not s upported or the particular brows er vers ion is  not s up-
ported. 

 We s upport current market s tandard brows ers  s uch as  Google Chrome, Micros oft Edge and 
Mozilla Firefox in their current vers ions  as  a minimum (as  of the date this  documentation 
was  printed). Older vers ions  of the brows ers  may work. However, we recommend that you 
keep your brows er up to date for s ecurity reas ons  alone if nothing els e. 

As  s oon as  the device is  available you can acces s  the device webs ite via the IP . 

 
The device webs ite is  pas s word-protected. However, the device is  already prepared for potential 
future pas s word protection. The initial pas s word can be found on one of the product s tickers . 

Device website: Calling up the start screen  

1. Call up the device webs ite by actioning one of the following: 

• Enter the device’s  IP  addres s  in the addres s  bar of your brows er. 

• Alternatively, s elect the device in the network environment category <<Other devices >> 

(► p. Figure12 [1]): Double click on the device icon (2). 

 

 

Figure12: Calling up the device network via the network environme nt  

The device website start page is displayed. 
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6.1 Getting to know the interface of the device website  
The device webs ite s tart page always  s hows  the configuration of the playlis t for the firs t mas ter-s lave group. 

 
Figure 13: Elements of the device website interface from the start screen  
1) Menu bar: Call up other pages  or run functions . 

2) Page: The <<Playlis t as s ignment>> page is  s hown. 

3) Buttons  for the current page (not available on all pages ). 

4) S tatus  bar: You can choos e the language in the s tatus  bar. 

Table 6: Functions overview 

Menu Description  

Device s tatus  Information: 

• General s ys tem information 

• Device s tate: 
Here, you can s ee information on the configured S onos  devices  among 
other things . 

Functions : 

• ► Change logging mode, p. 106 

• S witch device to programming mode 

Playlis t configuration Function: 

• ► Configure playlis ts  on the device webs ite, p. 61 

S ys tem 
Information: 

• Liability notice and licens es  

Functions : 

• ► Res et to factory s ettings , p. 56 

• ► Generate log files , p. 106 

• ► Update firmware, p. 58 

• Res tart device 
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7 Installat ion 

7.1 Unpacking (scope of supply)  

 
1) Device: KNX S onos  Gateway 

2) Cover cap: A cover cap can be mounted for s ecure is olation to protect the bus  connection / power s upply 

connection from dangerous  voltage, particularly in the connection area. 

3) Bus  connection terminal 

4) Power connection terminal 

5) Ins tallation ins tructions : The documentation in front of you als o provides  you with the information from 

the ins tallation ins tructions  but with additional details , application examples , project planning notes  and 

much more. 

 
The ins tallation ins tructions  are part of the product. 

 Give thes e ins tructions  to your cus tomer. 

6) Additional s et of s tickers  with data for KNX S ecure. 

Thes e s tickers  are als o affixed to the device. 

 

PACKAGING AND BOX 

 

Dis pos e of the packaging material appropriately, in a card, paper or plas tic recycling bins . 
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7.2 Checking the installation conditions  
Before s tarting with the mounting proces s , check that the requirements  for the planned ins tallation environ-

ment have been met. 

Installation environment - Requirements 

• Pay attention to the ambient temperature of the ins tallation environment: Min. 0 °C, max. +45 °C. 

• Do not mount the KNX S onos  Gateway above heat-emitting devices . 

• Ens ure that there is  s ufficient ventilation / cooling. 

• Pay attention to the device depth: REG-Plus . 

Device depth cf. ► Figure 14 (1). 

 
Figure 14: Side of device 

Material  

 
You do not need a data rail becaus e the device is  connected directly to KNX/TP via the bus  con-
nection terminal. 
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7.3 Mounting the device  
KNX S onos  Gateway may only be as s embled and ins talled by qualified electricians . S pecialis t knowledge of 

the ins tallation regulations  is  a prerequis ite. 

 
WARNING 

 

Danger from incorrect use  

Incorrect us e can res ult in damage to the device, fire or other dangers . 

 Only qualified electricians  may ins tall and mount electrical devices . 

 Follow the ins tructions  in this  product manual. 

 This  product manual is  part of the product and mus t remain with the cus tomer. 

 

 
INSTALLATION ENVIRONMENT 

Device functional fault due to incorrect ambient temperature in the installation environment  

 Pay attention to the ambient temperature of the ins tallation environment: Min. 0 °C to max. 45 °C 

 Do not mount the KNX S onos  Gateway above heat-emitting devices . 

 Ens ure that there is  s ufficient ventilation / cooling. 

 

 
WARNING 

Danger of electric shock  

An electric s hock can res ult from touching live parts  in the ins tallation environment. Electric s hock can 
caus e death. 

Pay attention to the ins tallation regulations : 

 Route the bus  line with the s heathing intact until it is  clos e to the bus  connection terminal. 

 Firmly pres s  the bus  line into the bus  connection terminal as  far as  pos s ible. 

 Ins tall bus  line conductors  without s heathing (S ELV) reliably s eparated from all non s afety low-voltage 
cables  (SELV/PELV): 

 Maintain the s pecified clearance. 

 Us e the s upplies  cover cap if neces s ary. 

 Als o s ee the VDE regulations  governing S ELV (DIN VDE 0100- 410 / "Safe s eparation", KNX ins tallation 
regulation) for more information. 
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Mounting and connecting the device  

1. Snap the device vertically onto the top-hat rail (installation position: network connections at bottom).  

2. Connect the KNX/TP bus line (referred to below as the bus line) to the KNX connection of the device (1) 
by means of the supplied bus connection terminal (2).  
Polarity: left/red: (+), right/black: ( -). 

a. Attach the bus connection terminal (2).  

b. Route the bus line with the sheathing intact until it is close to the bus connection terminal.  

c. Firmly press the bus line into the bus connection terminal as far as possible.  

d. Route the bus line to the back. 

 

3. Connect the external power supply to the power supply terminal (1) by means of the supplied power con-
nection terminal (2).  
Polarity: left/yellow: (+), right/white: ( -). 

a. Attach the power connection terminal (2).  

b. Route the power line with the sheathing intact until it is close to the power connection terminal.  

c. Firmly press the power line into the power connection terminal as far as possible.  

a. Route the power supply line to the back. 

 

  
POWER SUPPLY DIMENSIONING 

Functional fault in all devices due to incorrectly dimensioned power supply  

The following applies if you use the "un-choked" auxiliary supply output of a KNX power supply as an 
additional power supply: 

 The operating currents  of all KNX/TP devices  on the line s ection mus t not exceed the rated cur-
rent of the power s upply. 

 



  Ins tallation 

KNX S onos -Gateway  MR-S ONOS -REG 
©  2019 Albrecht J ung GmbH & Co. KG  p. 47 / 118 

4. If it is  a regulatory requirement for the s ite, fit the cover cap: 

a. Route all cables  to the rear if you have not already done s o. 
The openings  for fas tening (1) the cover cap mus t be clear. 
All cables  mus t be between the openings : 

 

b. Attach the cover cap over the connection terminals . 
Pres s  the cover cap together gently. 
Route the cover cap's  fas tening claws  into the openings  until the cover cap noticeably engages . 

 

5. Connect the network: 
The network connections  are located on the unders ide of the device. 
Connect the IP  network cable (RJ 45 cable) to the device's  network connection (RJ 45 pin jack). 
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8 Commissioning and configuration  
After ins talling the device and connecting the bus , power s upply and network, the device can be commis -

s ioned. 

The device is  configured in the ETS  (Engineering Tool S oftware). The ETS is  available with various  ranges  of 

functions  from the KNX As s ociation (www.knx.org). 

All des criptions  in this  documentation relating to commis s ioning in the ETS  refer to the variant "ETS  Profes -

s ional" in the vers ion 5. 

8.1 Reading off the device status 

using the LEDs 
The following s tatus  indicators  (LEDs ) can be found on the front panel. 

 
Figure 15: Status indicators (LEDs) on the front of the device  

No. Description  

1 "Programming" LED 
S hows  whether the programming mode is  active. 

2 "APP" LED: Operation indication (green) 

S erves  as  a s tatus  indicator for the application. 

3 "COM" LED: Communication KNX/TP (yellow) 

S hows  the communication traffic of KNX/TP. 

The "APP" and "COM" LEDs  have different meanings  depending on the phas e in the operating mode: 

• Device s tart 

► Table 9: Status  of the device –  Device s tarting up, p. 50 

• Running operation 

► Table 10: "APP" LED in operation, p. 51 

► Table 11: "COM" LED in operation, p. 51 
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The "Programming" LED s hows  independently of the operating mode whether the device is  in programming 

mode or not. 

Table 7: Status of the device – Programming mode  

Colour Description  

 (red continuously on) Programming mode is active.  

► Assigning the physical address., p. 56 

 (off)  Programming mode is deactivated.  

The status indicators for the network are on the underside of the device. 

 

Table 8: Status of the device – Network  

No. Description  

1 "Connection s peed" LED 

• LED lights  up green: 100 Mbit/s  

• LED is  off: 10 Mbit/s  
(There is  no connection, is  LED 2 als o off? Then check whether the cable is  correctly connect-
ed.) 

2 "Communication" LED 

• LED lights  up yellow-orange: Connected but currently no telegram traffic 

• LED flas hes  yellow-orange: Telegram traffic 

3 IP : 2x RJ 45 (integrated s witch) 
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8.1.1  LEDs when the device starts up 
After the power s upply (DC 24 V on the yellow-white power connection terminal) is  s witched on or after power 

returns , the device indicates  its  s tatus  us ing the following LED combinations : 

Table 9: Status of the device – Device starting up  

APP COM Description  

Correct operation  

 (off)  (yellow) Device s tarting up. 

 (green)  (yellow) Device booted up and ready for operation. 

Error 

 (off)  (off) No power s upply. 

 Check the connections  and the power s upply. 

….. ….. ….. ….. 

(off)…..(green)…..(off)…..(green)….. 

S low flas hing (about 1 Hz) 

 (yellow) The device is  fully s tarted up but is  not yet configured. 
The s ys tem is  configured S  mode. 

 Configure the device in the ETS . 

….. ….. ….. ….. 

(off)…..(green)…..(off)…..(green)….. 

S low flas hing (about 1 Hz) 

 (off) The device is  fully s tarted up but is  not yet configured. 
The s ys tem is  configured S  mode. 

 Configure the device in the ETS . 

 

Connection to KNX is  interrupted. 

 Check whether the KNX and voltage connections  
are mixed up. 

 Check the bus  connection. 

Check whether the power s upply is  correctly connect-
ed. 

. . . . . . 

(off).(green).(off).(green).(off).(green). 

Rapid flas hing 

 (off) The firmware cannot be s tarted. 

 Pleas e contact s upport. 
► Contacting S upport, p. Fehler! Textmarke nicht 
definiert.  

….. ….. ….. ….. 

….. ….. ….. ….. 

(off)…..(green)…..(off)…..(green)….. 

(yellow)…..(off)…..(yellow)…..(off)….. 

S low flas hing (about 1 Hz) in an alternating pattern 

The newly loaded firmware cannot be s tarted. The 
s ys tem is  trying to activate the previous  firmware 
(invalid firmware). 

 Pleas e contact s upport. 
► Contacting S upport, p. Fehler! Textmarke nicht 
definiert.  
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8.1.2 LEDs in operation 
Once device s tart-up is  complete, the meaning of the LEDs  is  as  follows : 

Table 10: "APP" LED in operation 

APP Description  

 (green) The device is  working perfectly (normal operation). 

….. ….. ….. ….. 

(off)…..(green)…..(off)…..(green)….. 

S low flas hing (about 1 Hz) without paus e 

The device is  fully s tarted up but is  not yet configured. The 
s ys tem is  configured S  mode. 

 Configure the device in the ETS . 

….. ….. ….. ….. …..  

(off)…..(green)…..(off)…..(green)…..(off)…..(green) 

3x s low flas hes  (1 Hz), then 2 s  paus e 

Not all configured S onos  devices  can be reached at pre-
s ent. 

If devices  are s witched off to s ave power, an error is  not in 
effect. 

 (off) Device currently s tarting up or is  out of operation. 

 Wait until the device s tart-up proces s  is  complete. 

 If the device is  s till out of operation, check the connec-
tions  and the power s upply. 

Table 11: "COM" LED in operation 

COM Description  

 (yellow) • KNX connection has  been made. 

• No KNX telegram traffic. 

The LED is  als o deemed to be continuous ly on if 
brief irregular interruptions  occur. 

. . . . . . 

(off).(yellow).(off).(yellow).(off).(yellow). 

Rapid flas hing 

• KNX connection has  been made. 

• KNX telegram traffic. 

Error 

 (off) Connection to KNX is  interrupted. 

 Check whether the KNX and voltage connec-
tions  are mixed up. 

 Check the bus  connection. 

 Check whether the power s upply is  correctly 
connected. 
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8.2 Configuration  
The device is  configured in the ETS  (Engineering Tool S oftware). The ETS is  available with various  ranges  of 

functions  from the KNX As s ociation (www.knx.org). 

All des criptions  in this  documentation relating to commis s ioning in the ETS  refer to the variant "ETS  Profes -

s ional" in the vers ion 5. 

 

"ETS " s oftware help is  available in the integrated ETS  Online Help. 

 Pres s  the [F1] button. 

 

Before configuration: 

Work step Details in the section  

1. Ins tall the device. 
►  

Mounting the device, p. 45 

2. Connect the S onos  s ys tem to the data network and s et it up 
with the help of the s oftware s upplied with the S onos  com-
ponents . 

S ee S onos  documents  

3. Ins tall the KNX Sonos -Gateway on the s ame IP network as  
the Sonos  components  and make s ettings  on the IP  network 
router if neces s ary. 

S ee S onos  documents  

S ee the router documentation 

8.2.1 Overview of configuration  

Work step Details in the section  

1. Creating KNX S onos -Gateway as  the device in the ETS. ► Creating the device in the ETS ., p. 53 

2. In the ETS , as s ign the phys ical addres s  of the device s o as  it 
corres ponds  to the KNX topology. 

 

3. Either s elect the option <<Get IP  addres s  (of a DHCP s erver) 
automatically>> for the device or enter the following s et-
tings  manually: 

• IP  addres s  

• IP  s ubnet mas k 

• S tandard gateway addres s  

► S etting the IP  addres s , IP  s ubnet 
mas k and s tandard gateway addres s , 
p. 54 

4. S et the general parameters . ► Configuring parameters , p. 69 

5. Create s tereo pairs  in the Sonos  s oftware if required. S ee S onos  documents  

6. Configure the mas ter-s lave groups : If you have s elected a 
number of groups  in the drop-down lis t in the general s et-
tings  in the s etting <<Configuration of the mas ter s lave 
groups >>, individual <<Group <n>>> tabs  are now available. 

► <<Group <n>>> tab, p. 71 

7. Link the group addres s es  to the communication objects .  
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8. KNX S onos -Gateway is  now ready for commis s ioning via 
<<Program ETS >> and for tes ting the functions . 

 

9. Configure the playlis t for each of the configured mas ter-
s lave groups  in the ETS on the device webs ite. 

► Configure playlis ts  on the device 
webs ite, p. 61 

8.2.2 Creating the device in the ETS. 
Depending on whether the product databas e entry already exis ts  in the ETS  catalogue or whether the device is  

already being us ed in your exis ting project, different work s teps  are required in order to us e the current ver-

s ion. 

Work steps 

Device already exists in the ETS catalogue? 

Yes  No 

Updating product databas e entry. 

During an update, the old product databas e 
entry is  replaced by the new one. 

Importing product databas e entry 

There are numerous  pos s ibilities  for importing a new 
product databas e entry. Below we will as s ume that you 
have downloaded the product databas e entry yours elf. 

► Importing a new product databas e entry, p. 53 

Device in existing project should be updated?  

Yes  No 

You mus t update the device properly s o that 
the exis ting links  to group addres s es  are main-
tained. 

► Updating a product in the exis ting project, 
p. 54 

Add the device to the topology in the us ual way. 

There are numerous  pos s ibilities  for importing a new product databas e entry. Below we will as s ume that you 

have downloaded the product databas e entry yours elf. 

Importing a new product database entry  

Requirement: You have downloaded the product databas e entry (product file) from our webs ite under 
www.jung.de. 

1. S tart the ETS  and s elect the <<Catalogue>> tab on the S tart page. 

2. S elect the <<Import>> button in the toolbar. 

3. In the <<Open product file>> window, open the product file and pres s  on the <<Open>> button to confirm 
your s election. 

ETS analyses the file. 

4. Follow the further instructions in the ETS. If necessary, call up the Online Help with the [F1] button. 
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Updating a product in the existing project  

Requirement: New product database entry exists in the catalogue. 

1. In the ETS, open the project for which the device is to be updated.  

2. Search for the new product database entry in the catalogue and 
add the new version of the device to the devices in your project. 

 
Figure 16: Updating the applica-
tion program 

3. Select the old version of the device in the topology. 

4. Under <<Properties>>, select the <<Information>>  <Application 
program>> tab. 

5. S elect the <<Update>> button beneath the <<Update application 
program vers ion>> text (3). 

 

If you have accidentally changed the value in the <<Change 
application program>> (2) drop-down lis t, cancel this  action or 
you will los e the links  to the group addres s es . 

 

6. S elect the newly added device and delete it again from the topolo-
gy. 

8.2.3 Setting the IP address, IP subnet mask and standard gateway address 
Bes ides  the phys ical addres s  in the KNX network, an addres s , the s ubnet mas k and the addres s  of the s tand-

ard gateway in the IP  data network mus t be as s igned to KNX S onos -Gateway. 

You can enter the s ettings  manually in the ETS  or receive them automatically (obtain the data from a DHCP 

s erver, e.g. integrated in the router of the data network). 

Setting the IP address, IP subnet mask and standard gateway address  

1. S elect the device in the ETS  and s elect <<Proper-
ties >> in the context menu. 

The <<Properties>> section of the device is displayed 
in the side bar of the ETS. 

 
Figure 17: IP addresses and other settings in 
the properties of a device  

2. Select the <<IP>> tab (2).  

3. Select one of the option fields (3):  
Settings: see ► Table 12: S ettings  for manual IP  
addres s  entry or for receiving automatically, p. 54. 

4. If you have s elected the s etting <<Us e permanent IP  
addres s >>, then enter the res pective addres s es  in 
the fields  (4). 

Table 12: Settings for manual IP address entry or for receiving automatically  

Setting Description  
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Setting Description  

Receive IP address automatically The address data is automatically received from a DHCP server 
located on the data network. 

The DHCP server must assign a valid IP address to KNX Sonos 
Gateway. 

 

Use fixed IP addresses with DHCP 

If you are using DHCP for your Sonos devices, you must 
configure your router in such a way that the same 
IP address is always assigned to a Sonos device (fixed 
IP address). 

You have entered the IP addresses for the Sonos devic-
es in the configuration for the master -slave groups. The 
IP address is used to identify the Sonos devices. If a 
Sonos device now receives a different IP address, it can 
no longer be addressed via the KNX Sonos Gateway. 

Please refer to your router's manual for information on 
how to configure this.  

 

 

If a DHCP server is not available, the device starts up 
after a waiting time with an automatic IP  address in the 
address range of 169.254.1.0 to 169.254.254.255. As 
soon as a DHCP server is available, the device is auto-
matically assigned a new IP address. 

 

Use a permanent IP address Enter the data manually 

You can usually obtain the permitted IP address range and the 
subnet mask and standard gateway from the router configuration 
interface. 

  SERIOUS MISCONFIGURATION 

Default values are set if you select the setting <<Use permanent 
IP address>> but then forget to fill in the appropriate fields. 
This will result in the device not starting up properly. 

Reset the device to its factory settings. ► Res etting to factory 
s ettings , p. 56 

If problems  s hould pers is t, contact S upport. 
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8.2.4 Programming a physical address  
The phys ical addres s  that you is s ued in the ETS  mus t be as s igned to the device. We refer here to "program-

ming". To do this  you mus t put the device into Programming mode. 

Assigning the physical address.  

Requirements : Device and bus  voltage s witched on. Programming LED is  off. 

1. Pres s  the programming button (1) briefly. 

The programming LED (2) lights up red. 

 

2. In the ETS, assign the device and its physical address cor-
responding to the KNX topology. 

3. Enter the assigned physical address in the <<Phy. Addr.>> 
field on the device with a permanent marker. 

Recognising successful assignment of the physical address:  

• Device: The programming LED on the device is  off. 

• ETS . The completed trans fer is  indicated on the <<His tory>> tab by a green marking. Programming 

flag <<Adr>> is  s et and <<Cfg>> is  not s et. 

More information about this  and other flags  is  available from the ETS  documentation. 

 

After the IP  addres s  is  as s igned, you can als o conveniently s et the device to Programming mode 

on the device webs ite ins tead of pres s ing the programming button on the device its elf. 

8.2.5 Resetting to factory settings  
When you res et the device to the factory s ettings , it behaves  as  if it were in the s tate of delivery. The device is  

then unconfigured: 

• However, it remains  in the exis ting projects . 

• The device keeps  the vers ion of the application program in the ETS. 

• The entire parametris ation is  rejected. 

• The device now once again has  this  as  the phys ical addres s : 15.15.255. 

 

You can identify a non-configured device by the green APP LED flas hing s lowly after the device 

s tarts  up. 

► Table 9: Status  of the device –  Device s tarting up, p. 50 

You have the following pos s ibilities  for res etting the device to the factory s ettings : 

• Manual: Pres s  the programming button on the device in a particular s equence. 

• Automated: You s elect the <<Factory res et>> function on the device webs ite. 
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Manually resetting the device to the factory settings  

Requirement: The device is switched off.  

1. Press the programming button (1) and keep it pressed while you switch on 
the device. 
Continue to hold the programming button down.  

 

2. Wait until the following LEDs all start to flash slowly at the same time:  

• Programming LED (4) 

• APP LED (5) 

• COM-LED (6) 

3. Releas e the programming button briefly. 

4. Pres s  the programming button again and keep it pres s ed until following 
LEDs  are all flas hing rapidly at the s ame time: 

• Programming LED (4) 

• APP LED (5) 

• COM-LED (6) 

5. Releas e the programming button. 

The device is reset to the factory settings. 

You do not have to restart the device. 

Resetting the device to the factory settings via a function on the device website  

1. Open the device webs ite. 

S ection ► Device webs ite: Calling up the start screen, p. 41 

2. S elect <<S ys tem>>  <<Factory res et>> in the menu bar. 

3. Confirm the confirmation prompt. 

The start screen is displayed as soon as the device is reset to its factory settings. 

The device does not have to be restarted. 

8.2.6 Transferring application programs and configuration data  
After programming the phys ical addres s , the application program, parameter s ettings  and group addres s  

connections  can be trans ferred to the device. 

The connection to the device can be further es tablis hed via a direct IP  connection or KNX/TP for this  purpos e. 

 

We recommend us ing the direct IP  connection due to the s ignificantly s horter trans fer times . 

S elect the tab <<Bus >>  <<Connections >>  <<Options >>  <<Us e direct IP  connection if 
available>>. 

Transfer project planning data  

1. S elect <<Commis s ioning>>  <<Programme>>  <<Application program>>. 

2. Wait after the download while the device copies  the data and ins talls  the application. 

Commissioning is complete. 
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8.3 Extending the scope of functions (updating firmware)  
Functional enhancements  for KNX S onos  Gateway are available via a newer vers ion of the firmware. S imply 

download the lates t firmware and the relevant product manual from our web s ite www.jung.de. 

S o that you can us e the new functions , it is  neces s ary for the vers ions  of the firmware being us ed and the 

product databas e entry are compatible. 

8.3.1 Updating the firmware via the device website  
You can only import a new firmware vers ion that is  newer than the current vers ion on the device. 

 
No downgrade! 

Previous  vers ions  cannot be imported. 

Depending on whether the device has  an Internet connection, there is  another variant to update. 

• Online: Import firmware automatically online. 

• Off-line: Import firmware offline. 

Us e this  variant for devices  which do not have an Internet connection at their ins tallation s ite and are 

only acces s ible via the local network. 

Import firmware automatically online  

1. Log in to the device webs ite. 

2. S elect <<Update firmware>> in the <<S ys tem>>  menu bar. 

The system determines which firmware version is currently installed. 
If a new firmware version is available for the device it will be indicated to you. 
You will be informed about incompatibilities. 
► Determining compatibility between the product database entry and firmware version, p. 59 

3. S elect the <<Update firmware>> button. 

Importing firmware offline  

 
NO COMPATIBILITY CHECK 

The s ys tem does  not check whether the current configuration is  compatible with the new firmware. You 
mus t check yours elf whether the firmware is  compatible with the product databas e entry. 

► Determining compatibility between the product databas e entry and firmware vers ion, p. 59. 

Requirement: You have downloaded the current firmware vers ion from the www.jung.de webs ite. 

1. Log in to the device webs ite. 

2. S elect <<Update firmware>> in the <<S ys tem>>  menu bar. 

3. S elect the <<S elect file>> button. 

4. In Explorer, s elect the des ired firmware file and confirm your s election with the <<Open>> button. 

5. S elect the <<Update firmware>> button. 
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8.3.2 Determining compatibility between  the product database entry and fir m-

ware version 
S o that you can us e the device's  new functions , the vers ion of the firmware us ed mus t be compatible with the 

vers ion of the device's  application program in the project. The application program is  part of the product data-

bas e entry. 

 

The application program vers ion can be found in the ETS  under <<Properties >> under the tab 
<<Information>>  <<Application program>> under <<Program vers ion>>. 

Determining compatibility at a glance - fully compatible  

The vers ions  are fully compatible if the main vers ion of the application program and firmware are identical. 

The vers ion numbers  are s tructured according to the following s cheme: <<Main vers ion no.>>.<<S ub-vers ion 

no.>> 

Example 1: Full compatibility with same main version numbers  

• Firmware vers ion: 2.3 

• Application program vers ion: 2.0 

 

However, you might s till have to update the application program in order to be able to us e all new 
functions . 

► Updating a product in the exis ting project, p. 54 

Incompatible: Main version  number of the firmware is higher than that of the application program number  

If the new firmware has  a higher main vers ion number than that of the application program, the vers ions  are 

incompatible. You mus t unins tall the application in the ETS  in s uch a cas e. The device is  not configured after 

it is  unins talled but it keeps  its  phys ical KNX addres s : 

• However, it remains  in the exis ting projects . 

• The device keeps  the vers ion of the application program in the ETS. 

• The entire parametris ation is  rejected. 

• Us er data in the ETS  is  pres erved. 

Example 2: Incompatibility if the main version number of the firmware is higher  

• Firmware vers ion: 2.3 

• Application program vers ion: 1.3 
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Establishing compatibility  

Requirement: New product database entry exists in the catalogue. 

1. In the ETS, open the project for which the device is to be updated. 

2. Search for the new product database entry in the catalogue and add the new version of the device to your 
project. 

3. Select the old version of the device in the topology. 

4. In the <<Topology>> window in the menu bar, select the <<Uninstall>>  <<Application program>> button. 

 
After unins talling, the device behaves  as  in the s tate of delivery. The device is  then uncon-
figured. Then s tart connection as  us ual. ► Overview of configuration, p. 52 

5. Under <<Properties >>, s elect the <<Information>>  <Application program>> tab. 

6. S elect the <<Update>> button under the <<Update application program vers ion>> text. 

7. S elect the newly added device and delete it again from the topology. 
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9 Configure playlists on the device website  
A playlis t is  a mus ic compilation. Various  additional s ettings  can be made for the playlis ts , configured on the 

device webs ite, s uch as  random playback of tracks  on a S onos  playlis t. S ave all default s ettings  for each mas -

ter-s lave group in a playlis t. 

9.1 Configure playlists  
A playlis t may cons is t of up to 255 items . The item its elf offers  a variety of configuration options , depending 

on the s ource type that you s elect. 

 
Figure 18: Device website for playlist configuration  
1) Number of mas ter-s lave groups  currently dis played. 

This  number refers  to the number of the mas ter-s lave group in the ETS . 

Example: If you s ee <<1>> here, you configure the playlis ts  for the mas ter-s lave group <<Group 1>>. 

2) Configuration area. 

3) Buttons  for the mas ter-s lave group currently dis played. 

Initial display  

If the device is  properly configured and the mas ter of the firs t mas ter-s lave group can be contacted, the s tart 

page dis plays  the available s ources . 

The device loads  the s ources  from the <<S onos  playlis ts >> and <<My Radio S tations >> configured with the 

S onos  s oftware and any exis ting external s ource types . All playlis ts  are dis played firs t, followed by all s tations , 

all in alphabetical order. 
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Change master-slave group 

You can identify which master-slave group is currently being displayed from the number in the <<Playlist con-

figuration for group>> fold -down list (see (1) in ► Figure 18: Device website for playlist configuration , p. 61). 

• If you wis h to configure another mas ter-s lave group, enter the number of the des ired group in the 

<<Playlis t configuration for group>> fold-down lis t. This  number refers  to the number of the mas ter-

s lave group in the ETS . 

Configuration of playlists without a connection established to the Sonos system  

You can als o configure the playlis ts  for groups  without a connection to the S onos  s ys tem to be us ed at a later 

point in time. It is  thus  pos s ible for the end us er to configure them before us ing the KNX S onos -Gateway. 

S pecial characteris tic: S ince no connection has  been es tablis hed, the s ources  cannot be downloaded from the 

S onos  s oftware. As  a res ult, you need to enter the name in the <<S ource>> s etting yours elf. The name mus t 

match the name that you s pecify in the S onos  s oftware at a later s tage. Take into account upper cas e and 

lower cas e characters  and the S onos  s ys tem naming conventions , s uch as  the number of characters . Obvi-

ous ly, it is  pos s ible to build up an internal s ys tem (e.g. through the us e of number ranges ) by "omitting" indi-

vidual numbers . 

Table 13: Playlist configuration – settings on the <<Playlist assignment>> page  

Setting Descriptio n 

<<Number>> Number of the item within the playlis t of the mas ter-s lave group concerned. 

<<S ource type>> S ource type. 

Pos s ible values : 

• S onos  Playlis ts  

• Radio s tations  

• Line-in (only available with S onos  Connect/S onos  Connect:Amp) 

• TV (only available with S onos  Playbar) 

 

TV: Sonos Playbar 

If the s ource is  played and the S onos  Playbar is  not the mas ter of 
the group, it automatically becomes  this  group's  mas ter. The 
previous  mas ter becomes  the s lave and is  no longer able to con-
trol the group. 
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Setting Descriptio n 

<<Source>> Name of the source. 

 

Find sources 

If the source exists in the Sonos software, it is displayed in the 
selection list. Always check whether the source still exists in the 
Sonos software since sources removed in the meantime can still 
be selected. The selection list is limited to 2000 entries on the 
display. 

Alternatively, allocate the name yourself. Naturally, it is possible to 
build up an internal system (e.g. through the use of number rang-
es) by "omitting" individual numbers. 

 

 

Enter sources yourself  

Allocate the name yourself; for example, if you configure playlists 
without a connection to the Sonos system to be used at a later 
point in time.  

The name must match the name that you specify in the Sonos 
software at a later stage. Take into account upper case and lower 
case characters and the Sonos system naming conventions, such 
as the number of characters. Obviously, it is possible to build up an 
internal system (e.g. through the use of number ranges) by "omit-
ting" individual numbers. 

 

<<Title>> Number of the track which is used to start if the source is selected.  

If you do not enter a number, the playlist starts with the first track.  

<<Announcement>> The source is a Sonos playlist with the special "Announcement" function. 

Announcements interrupt  other playlists.  

More information: ► Announcement mode, S . 66 

 

Setting not available?  

• This  s etting is  only available for the <<Sonos  Playlis ts >> s ource 
type. 

• If the <<Announcement>> s etting is  activated, the following 
s ettings  are ignored and hidden on the interface: <<Random 
function>>, <<Repeat>>. 
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Setting Descriptio n 

<<Never mute>> Cancels muting for the entire master-slave group. 

The master-slave group receives the group volume which has been defined in 
the <<Group volume>> setting. 

Use case: You have switched a radio station to mute and now switch to a 
Sonos playlist with the "Announcement" function. If you have selected the 
<<Never mute>> setting for the announcement entry, the announcement can 
now only be heard at the group volume; otherwise, it would continue to be 
muted and you would not hear the announcement. 

 

Special characteristic with announcements  

As soon as the system switches back to the interrupted source after 
an announcement, the original group volume is restored. 

 

If, for example, sound is currently muted and the system has 
switched to an announcement for whic h <<Never mute>> has been 
defined, sound is automatically muted against as soon as the sys-
tem switches back to the interrupted source.  

 

<<Random function>> Play track in a Sonos playlist in a random sequence. 

 

Risk of confusing "Shuffle" and "Random" 

The random playback using the <<Random function>> corresponds 
to the "Shuffle" function and not "Random". 

Difference between shuffle and random 

• S huffle: Each track in the S onos  playlis t is  played jus t once. 

• Random: The s ame track can be played more than once. 

 

 

Setting not available?  

• This  s etting is  only available for the <<Sonos  Playlis ts >> s ource 
type. 

• If the <<Announcement>> s etting is  activated, <<S huffle>> is  
ignored and hidden on the interface. 

Pos s ible values : 

• <<Unchanged>>: Play playlis t unchanged. If "Random playback" has  been 
activated in another application, the S onos  playlis t will play in a random 
s equence. 

• <<On>>: Play track in the S onos  playlis t in a random s equence. 

• <<Off>>: Deactivate random mode. Even if "Random playback" has  been 
activated in another application, random playback is  now deactivated. 

• <<Random s tart track>>: S elect only the track us ed to s tart at random. All 
following tracks  will be played in the configured s equence. 
If the s tart track happens  to be the las t track in the playlis t, then only this  
one track is  played. 
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Setting Descriptio n 

<<Repeat>> Play Sonos playlist repeatedly any number of times. The first track in the 
Sonos playlist is automatically played again after the last track.  

 

Setting not available?  

• This  s etting is  only available for the <<Sonos  Playlis ts >> s ource 
type. 

• If the <<Announcement>> s etting is  activated, <<Repeat>> is  
ignored and hidden on the interface. 

Pos s ible values : 

• <<Unchanged>>: Play S onos  playlis t unchanged. 

• <<On>>: Activate repeat. 

• <<Off>>: Deactivate repeat. Sonos  playlis t is  played jus t once to the end.  
Even if "repeat" has  been activated in another application, random play-
back is  now deactivated. 

<<Group volume>> The group volume affects  all Sonos  devices  within the mas ter-s lave group in 
relation to their own individual volumes . It changes  each peripheral's  individual 
volume and thus  uniformly adjus ts  the overall volume of the mas ter-s lave 
group. 

Table 14: Buttons on the <<Playlist assignment>> page 

Button Description  

<<Delete>> Empties  the current lis t. 

If this  cleared lis t is  s aved, the page again dis plays  the available s ources  after 

reloading. 

<<S ave>> S aving the configuration is  the only way to ens ure that a certain mus ic s ource 

can always  be reached us ing its  as s igned number. 

<<Group <n>>> Mas ter s lave group whos e configuration is  to be loaded. Then s elect the 

<<Load>> button to load. 

<<Load>> Loads  the mas ter-s lave group configuration which you indicated in the <<Group 
<n>>> fold-down lis t. 

Us e this  function if you would like to create a new configuration which only dif-
fers  s lightly from another mas ter-s lave group. More information: ► Configure 
new playlis ts  fas ter, S . 67 

 

Risk of confusion  

Us e the <<Playlis t configuration for group>> fold-down lis t to edit a 
different mas ter-s lave group. Do not s elect <<Load>>. 
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How can I rename a Sonos playlist? 

Use your Sonos software, such as your app, to rename playlists. 

 

Manual adjustment required  

Renaming is not applied to the KNX environment automatically.  

Search for the old name for the Sonos playlist among the playlists on the device website. Then 
edit the name in the <<Source>> setting. 

9.1.1 Announcement mode 
Announcement mode is  only available for the <<Sonos  Playlis ts >> s ource type. 

Announcements  interrupt other s ources . The s ource which was  interrupted is  then played again once the 

s ys tem has  played through all the announcement tracks . The original group volume will als o be reins tated. 

The return will have different effects , depending on the s ource: 

• Radio s tation: The s ys tem will s witch back to the radio s tation. 

• S onos  playlis t: The playlis t res ume playing precis ely at the point where it was  interrupted. 

 
The announcement mode does  not have any influence on the group creation and only functions  
like all s ources  when the player configured as  mas ter is  not currently being us ed as  a s lave. 

Random playback or repeat is activated  

If the random playback or repeat mode is  activated, the announcement deactivates  thes e modes  for the dura-

tion of the announcement. 

 Announcements  cons is ting of s everal tracks  will always  be played in the normal order and end after the 

las t track. 

Interruption due to selecting another source or due to stopping  

If the announcement is  interrupted by s electing a different s ource or by s topping, the KNX S onos -Gateway 

does  not res tore the mode active before the announcement. 

Paus ing the announcement does , however, activate immediate return to the previous  playback mode. 

9.1.2 Random playback 
Random playback is  only available for the <<S onos  Playlis ts >> s ource type. "Random" means  that the tracks  in 

a S onos  playlis t are not played in the configured s equence; the playback s equence is  random. 

 

Risk of confusing "Shuffle" and "Random" 

The random playback us ing the <<Random function>> corres ponds  to the "S huffle" function and 
not "Random". Each track in the S onos  playlis t is  played jus t once. 



  Configure playlis ts  on the device webs ite 

KNX S onos -Gateway  MR-S ONOS -REG 
©  2019 Albrecht J ung GmbH & Co. KG  p. 67 / 118 

"Random start title " use case 

The recording of a musical is divided into several pieces which are interlinked. The pieces are each a track and 

saved in a Sonos playlist. A completely random playback would be very annoying in this case, but you wouldn't 

necessarily always want to hear the musical from the beginning.  

The <<Random function>>  <<Random s tart tile>> is  us ed in this  cas e. Only the title us ed to s tart is  s elected 

at random. All following tracks  will be played in the configured s equence. 

"Random playback of all t itles" use case 

The mus ic s hould not be always  played in the s ame s equence during a party. 

<<Random function>>  <<On>> is  us ed in this  cas e. The s equence of all tracks  in the S onos  playlis t is  then 

played at random. Your gues ts  will not get bored s ince every track in the S onos  playlis t is  only played jus t 

once. 

9.2 Configure new playlists faster  
If there are only minimal differences  in configurations  for two mas ter-s lave groups , it is  eas ier to copy an 

exis ting configuration and then s imply modify the differing parts . 

Create new playlist based on a copy 

Requirement: Playlis t which is  to be copied is  configured. 

1. Change to a new mas ter-s lave group by s electing the corres ponding group number from the fold-down 
lis t. 

2. S elect the mas ter-s lave group whos e configuration you wis h to copy in the fold-down lis t next to the 
<<Load>> button. 

3. S elect the <<Load>> button. 

4. Change the configuration if neces s ary. 

5. S elect the <<S ave>> button. 

9.3 Reproduction from microSD card  
The microS D card is  optional and allows  the audio files  s aved on it to be s treamed. The device microS D card 

holder can take memory cards  with a capacity of up to 32 GB. The FAT32 file s ys tem is  s upported, and author-

is ation is  read-only. 

As  s oon as  a microS D card is  ins erted into the KNX Sonos  Gateway, the contents  can be read via the Windows  

network authoris ation. 
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Read contents on Windows network authorisation  

 

We take no responsibility for configuration instructions within the Sonos software. The Sonos 
software is not a Jung product. We do not guarantee the topicality or accuracy of documentation 
for third -party products. 

1. Enter the IP address of the device, followed by the directory data, e.g. \ \192.168.137.109\data, in the Win-
dows Explorer. 

 

Use fixed IP addresses with DHCP 

If you are using DHCP, you must configure your router in such a way that the same IP address is 
always assigned to the KNX Sonos Gateway (fixed IP address). 

Please refer to your router's manual for information on how to configure this.  

2. Use the Sonos software to access authorisation with the Sonos devices. Select the menu item <<Man-
age>>  <<Mus ic library s ettings >>. 

3. Enter the URL above under the <<Folder>> item without s pecifying the us er name and pas s word. 

The music files on the microSD card are now available under the <<Music Library>> item in the Sonos appli-
cation. 

MP3 playlists  

 

We take no res pons ibility for configuration ins tructions  within the Sonos  s oftware. The S onos  
s oftware is  not a Albrecht J ung GmbH product. We do not guarantee the topicality or accuracy of 
documentation for third-party products . 

You will find the MP3 playlis ts  which you have s aved on the microS D card under <<Mus ic Library>>  <<Im-

ported playlis ts >> within the Sonos  s oftware. 

You firs t need to add a S onos  playlis t to us e MP3 playlis ts  with the KNX S onos -Gateway. Us e the S onos  s oft-

ware to add lis ts . 

If you import new mus ic onto the microS D card at a later s tage and you are not able to s ee them in the S onos  

s oftware, you need to update the Mus ic Library in the S onos  s oftware. 
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10 Configuring parameters  
The tabs  are then briefly des cribed in the <<Parameter>> view. Refer to the s pecific s ections  for precis e de-

tails . 

 
Figure 19: Parameters in ETS 
1) S ettings  that are valid for all connected S onos  devices . 

2) Configuration of mas ter-s lave groups . 

3) Configuration area: The parameters  of the s elected tab are configured here. 

10.1.1  <<General>> tab (general settings) 
The default value of each parameter is  marked in bold. 

Parameters Entry/Selection  Remarks 

Configuration of the mas -
ter-s lave groups  

Automatic detection 
(only a master without 
slaves) 

Any available S onos  device from the local network 
is  s elected automatically and us ed as  a mas ter of 
the firs t group. 

 

Do not us e this  mode if multiple S onos  
devices  are available on the local net-
work. 

The s election can change at any time if 
another S onos  device is  detected. 
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Parameters Entry/Selection  Remarks 

 1 group | 2 groups | … | 
10 groups 

Determines the number of master-slave groups for 
which communication objects are to be available.  

A new <<Group <n>> tab is shown per master-slave 
group. 

 

Use the <<Channels>> tab to display the 
communication objects for each master -
slave group. 

 

Support for dynamic 
group creation (mas-
ter/slave)  

Yes 
No 

Enable slave configuration. 

 

This setting will not be displayed if you 
have selected the value <<Automatic 
detection (only a master without 
slaves)>> under <<Configuration of the 
master-slave group>>. 

 
Select Yes to make the communication objects 
available for group volume and to activate the pa-
rameters for slave IP addresses. 

Select No if you only want to configure the masters 
and do not need slaves or communication objects 
for the group volume. 

Text display speed Slow 
Normal 
Fast 

Controls the cycle rate at which group telegrams are 
sent for artist/track/album texts to create a ticker 
effect.  

Pay attention to the bus load here (cyclical tele-
grams with maximum data width). KNX/TP can 
transmit up to 25 telegrams of this type per second. 
If in doubt, choose the Slow setting or deactivate 
cyclical transmission by selecting s hortened display 
in the Text wrap parameter. 

Text wrap Ticker text Artist/track/album texts which are longer than 14 
characters are displayed as repeating sequences of 
14-character telegrams. The text is run through 
from beginning to end. Each telegram begins one 
character further back in the text as the previous 
one. 

The speed of the ticker text can be set with Text 
display speed. 

Block-by-block  Artist/track/album texts which are longer than 14 
characters are displayed as sequences of tele-
grams. Unlike ticker text, the increment is a full 14 
characters, not just one character per telegram. 

The speed of the block-by-block display can be set 
with Text display speed. 
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Parameters Entry/Selection  Remarks 

Shortened If an artist/track/album track exceeds 14 chara c-
ters, the rest is truncated and not displayed on the 
KNX. 

This mode generates the lowest bus load, as a tele-
gram is only transmitted if the title actually chan g-
es. 

Volume delay [ms] 50 

100 

250 

500 

750 

1,000 

Sets the time delay between two steps of the rela-
tive volume control ("Dimmer"). 

'Empty List' display text Empty List Sets the value which accepts communication object 
26 <<Playlist name>> if there are no tracks to play in 
the playback queue on the Sonos master. 

'Unsaved List' display text Unsaved List Sets the value which accepts communication object 
26 <<Playlist name>> if a track is selected in the 
playback queue that does not come from a saved 
Sonos playlist. 

10.1.2  <<Group <n>>> tab (define master-slave groups) 
There is  a tab for each mas ter-s lave group into which you enter the mas ter and s lave devices ' IP  addres s es . 

The S onos  devices  are identified by their IP  addres s . A correctly configured mas ter-s lave group cons is ts  of 

the mas ter as  a minimum. If a mas ter needs  to be able to control other Sonos  devices  as  s laves , s elect the 

required number in the <<Group <n> –  Number of s laves >> s etting. Then enter the S onos  devices ' IP  addres s -

es  in the corres ponding <<Group <n> –  S lave <m>>> fields . 

 

Mas ter s lave groups  can control cons iderably more than five S onos  devices  with one mas ter 
des pite the limit of five s laves  per mas ter. 

► Figure 7: A mas ter controls  max. 51 S onos  devices , including its elf, p. 29 

Tab to configure the master -slave groups not available? 

To ens ure that the tabs  to configure the mas ter-s lave groups  are available, you need to s elect the required 

number of groups  in the <<General>> tab in the <<Configuration of the mas ter-s lave group>> s etting. If you 

have s elected the value <<3 groups >>, for example, you will be offered three <<Group <n>>> tabs . 

Configuration of the slaves in the m aster-slave group not available? 

To be able to configure s laves , you need to s elect <<Yes >>in the <<General>> tab in the <<Support for dynamic 

group creation (mas ter/s lave)>> s etting. 

Concept 

During the running time, you cannot s imply add any S onos  device as  a s lave. You can only add thos e S onos  

devices  that you have defined as  s uch in the <<Group <n>>>  <<S ettings >> tab in the configuration for the 

mas ter-s lave group concerned. 
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The definition of s laves  in a mas ter-s lave group s tates  which particular S onos  devices  can be 
potentially linked with the mas ter. You can us e the communication object 40 <<S lave 1/2/3/4/5 
–  S witch group as s ociation>> to activate individual s laves . 

Why must I activate each individual slave in a master-slave group? 

The individual activation provides you with greater flexibility. For example, you can switch off the "Doorbell" 

announcement for the Sonos device in the child's room when they are taking an afternoon nap. You can acti-

vate all slaves for the "Dinner bell" announcement, so that no-one in the house misses a hot meal. 

Table 15: Settings for master -slave groups 

Parameters Entry/Selection  Remarks 

Group #N - Master The IP address of a 
Sonos device 

 

e.g. 192.178.168.20 

This device can be controlled as the master. Only IPv4 
addresses can be used. 

When you enter a fixed IP address for the master (in-
stead of <<Auto-Discover>>), the KNX Sonos-Gateway's 
full functions are available, including master -slave 
groups and dynamic group assignment. 

(Also see Chapter 10.1.3 “Determine IP addresses of 
the Sonos devices in the data network”.) 

 

IP addresses for stereo pairs  

The Sonos software and KNX Sonos-
Gateway regard a stereo pair as a single 
(1) "visible" Sonos device. You only need 
to enter the stereo pair's IP address 
within the ETS. This is the IP address of 
the Sonos device which you have desig-
nated the first device in the stereo pair in 
the Sonos software. 

 

 0.0.0.0  

 

Special case in group 1 

If you do not enter an IP address for the 
master in group 1, the setting <<Auto-
matic detection (only a master without 
slaves)>> is activated. 

This means: 

• Any available S onos  device from the 
local network is  s elected automati-
cally and us ed as  a mas ter of the 
firs t group. 

• All other mas ter-s lave groups  are 
ignored. 

 

Group # N –  Number of 
s laves  

None 

1 s lave | 2 s laves  | ... | 

5 slaves 

Only available if Support for dynamic group creation (cf. 
10.1.1 "<<General") is activated. 

Determines the number of slave addresses which can 
be set. A set of group objects is activated for each 
slave. 

Group #N – Slave #M The IP address of a The local IP address can be entered for each slave 
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Parameters Entry/Selection  Remarks 

Sonos device here. 

► Determine IP addresses of the Sonos devices in the 
data network, p. 73 

 

IP addresses for stereo pairs  

The Sonos software and the KNX Sonos 
Gateway regard a stereo pair as a single 
(1) "visible" Sonos device. You only need 
to enter the stereo pair's IP address 
within the ETS. This is the IP address of 
the Sonos device which you have desig-
nated the first device in the stereo pair in 
the Sonos software. 

 

0.0.0.0  Special case: Slave not available. 

10.1.3  Determine IP addresses of the Sonos devices in the data network  
You need the S onos  device IP  addres s  to configure the relevant S onos  device as  a mas ter or s lave within the 

ETS . The S onos  PC s oftware provides  a quick s upport option to determine the IP  addres s es  of the Sonos  

devices . 

 

IP addresses for stereo pairs  

The S onos  s oftware and the KNX S onos -Gateway regard a s tereo pair as  a s ingle (1) "vis ible" 
S onos  device. You only need to enter the s tereo pair's  IP  addres s  within the ETS . This  is  the IP  
addres s  of the Sonos  device which you have des ignated the firs t device in the s tereo pair in the 
S onos  s oftware. 

Determine IP address of Sonos devices in the Sonos software  

 

We take no res pons ibility for configuration ins tructions  within the Sonos  s oftware. The S onos  
s oftware is  not an Albrecht J UNG GmbH & Co. KG product. We do not guarantee the topicality or 
accuracy of documentation for third-party products . 

1. Launch the S onos  s oftware for PCs . 

2. S elect the <<About my S onos  s ys tem>> item in the Help menu. 

A mes s age will appear containing a lis t of your S onos  devices  and your names  and the current IP  addres s es , 

e.g.: 

Example 3: Linked ZP: 192.168.137.80  

Play:3 Gues t room 

S erial number 00-0E-58-F1-7A-9C:C 

Vers ion 5.0 (Build 26176230) 

Hardware vers ion 1.8.1.2-2 

IP  addres s  192.168.137.80 

OTP  

 
P lay:5 Living room 

S erial number 00-0E-58-85-E3-18:D 
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Vers ion 5.0 (Build 26176230) 

Hardware vers ion 1.16.4.1-2 

IP  addres s  192.168.137.98 

OTP 1.1.1(1-16-4-zp5s -0.5) 

 

 

Use fixed IP addresses with DHCP 

If you are using DHCP for your Sonos devices, you must configure your router in such a way that 
the same IP address is always assigned to a Sonos device (fixed IP address). 

You have entered the IP addresses for the Sonos devices in the configuration for the master -
slave groups. The IP address is used to identify the Sonos devices. If a Sonos device now re-
ceives a different IP address, it can no longer be addressed via the KNX Sonos Gateway. 

Please refer to your router's manual for information on how to configure this.  
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11 Communication objects  
You can control up to ten mas ter-s lave groups  with the KNX Sonos  Gateway. There is  an identical s et of 

communication objects  for each mas ter-s lave group. The functionally identical communication objects  in the 

mas ter-s lave groups  each have an offs et of 100. 

Example 4: Offset of the communication objects  
Mas ter-s lave group 1 communication object 1  Communication object number 1 + Offs et 100 =  

Mas ter-s lave group 2 Communication object number 101 

 

Us e the <<Channels >> tab to dis play the communication objects  for each mas ter-s lave group. 

11.1 Connecting group addresses to group objects  
The following group objects  are available for the connection of group addres s es  at the KNX S onos  Gateway. 

 
The s hortened for "group" is  s ometimes  us ed for "mas ter-s lave group" in the communication 
objects  tables . 

 

Object Name Direction Data width DP type Flags 

(CRWTU) 

  1 (Group 1) | 

101 (Group 2)  

|… |  
901 (Group 10) 

Play Write 1 bit 1,010 C-W-- 

Rubric:  Play Data type: Start/Stop 

Function: Group 1/2/.../10 – Music playback 

Description: 1: Play 
0: Pause 

 

Fallback in the event of a fault  

If playback does n't work, becaus e the S onos  playback queue is  empty, the firs t 
playlis t entry is  s elected as  a fallback. Announcements  are omitted, however, s o a 
following playlis t entry may be s elected. 

Example: Playlis t entries  1 and 2 are configured as  announcements . Playlis t entry 
3 is  not an announcement. The s ys tem wants  to s elect the firs t playlis t entry as  a 
fallback, but it is  an announcement. The s ys tem now tries  playlis t entry 2, but it is  
als o an announcement. Playlis t entry 3 is  not an announcement and is  played. 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  2 (Group 1) | 
102 (Group 2)  

|… |  

902 (Group 10) 

Pause Write 1 bit 1,003 C-W-- 

Rubric:  Play Data type: Enable 

Function: Group 1/2.../10 – Pause music playback 

Description: 0 = Play 
1 = Pause 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  3 (Group 1) | 
103 (Group 2)  

|… |  

903 (Group 10) 

Stop Write 1 bit 1,010 C-W-- 

Rubric:  Play Data type: Start/Stop 

Function: Group 1/2/.../10 – End music playback 

Description: "Stop" cancels the source selection in contrast to the "Pause" function. 
0 = Play 
1 = Stop 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  4 (Group 1) | 
104 (Group 2)  

|… |  

904 (Group 10) 

Playback state Read 1 bit 1,010 CR-T- 

Rubric:  Play Data type: Start/Stop 

Function: Group 1/2/.../10 – Indicates whether music is being played or the music playback is paused or 
stopped 

Description: 0 = no playback active 
1 = playback running 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  5 (Group 1) | 
105 (Group 2)  

|… |  

905 (Group 10) 

Pause state Read 1 bit 1,003 CR-T- 

Rubric:  Play Data type: Enable 

Function: Group 1/2/.../10 – Indicates whether the music playback has been paused, music is being played 
or music playback has been stopped 

Description: 0 = Playback in progress or stopped 
1 = Playback paused 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  6 (Group 1) | 
106 (Group 2)  

|… |  

906 (Group 10) 

Stop state Read 1 bit 1,010 CR-T- 

Rubric:  Play Data type: Start/Stop 

Function: Group 1/2/…/10 – Indicates whether the music playback has been stopped, music is being 
played or music playback has been paused 

Description: 0 = Playback in progress or paused 
1 = Playback stopped 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  7 (Group 1) | 
107 (Group 2)  

|… |  

907 (Group 10) 

Volume control Write 1 byte 5,001 C-W-- 

Rubric:  Volume Data type: Percent (0 to 100%) 

Function: Group 1/2/…/10 – Set volume of master (absolute) 

Description: Enables setting of the volume over the bus: 
0 corresponds to 0% 
255 to 100% volume 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  8 (Group 1) | 
108 (Group 2)  

|… |  

908 (Group 10) 

Volume state Read 1 byte 5,001 CR-T- 

Rubric:  Volume Data type: Percent (0 to 100%) 

Function: Group 1/2/…/10 – Current volume of master 

Description: Supplies the volume value via the bus: 
0 corresponds to 0% 
255 to 100% volume 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  9 (Group 1) | 
109 (Group 2)  

|… |  

909 (Group 10) 

Relative volume control Write 4 bit 3,007 C-W-- 

Rubric:  Volume Data type: Dimmer step 

Function: Group 1/2/…/10 – Increase or decrease volume of master 

Description: Enables relative volume to be made louder/quieter over the bus. Suitable transmitters include 
push button sensors with the "Brighten/Dim" function, for example. 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  10 (Group 1) | 
110 (Group 2)  

|… |  

910 (Group 10) 

Volume control louder/quieter Write 1 bit 1,007 C-W-- 

Rubric:  Volume Data type: Step 

Function: Group 1/2/…/10 – Increase or decrease volume of master by 5% 

Description: Enables relative volume adjustment louder/quieter in increments up to 5% using 1-bit group 
telegrams: 
0 = quieter by 5% 
1 = louder by 5% 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  11 (Group 1) | 
111 (Group 2)  

|… |  

911 (Group 10) 

Muting Write 1 bit 1,003 C-W-- 

Rubric:  Volume Data type: Enable 

Function: Group 1/2/.../10 – Mutes music playback of the master 

Description: Muting: Switches the loudspeaker off (1) or on again (0) without changing the current volume 
value. 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  12 (Group 1) | 
112 (Group 2)  

|… |  

912 (Group 10) 

Muting state Read 1 bit 1,003 CR-T- 

Rubric:  Volume Data type: Enable 

Function: Group 1/2/.../10 – Indicates whether the master is muted 

Description: Supplies the status of muting: 
0: Loudspeaker is switched on. 
1: Loudspeaker is switched off. 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  13 (Group 1) | 
113 (Group 2)  

|… |  

913 (Group 10) 

Next/previous track Write 1 bit 1,007 C-W-- 

Rubric:  Song Data type: Step 

Function: Group 1/2/.../10 – Skip to next or previous track 

Description: Switches to the next (1) or previous (0) track. 

  



  Communication objects  

KNX S onos -Gateway  MR-S ONOS -REG 
©  2019 Albrecht J ung GmbH & Co. KG  p. 80 / 118 

Object Name Direction Data width DP type Flags 

(CRWTU) 

  14 (Group 1) | 
114 (Group 2)  

|… |  

914 (Group 10) 

Next/previous playlist Write 1 bit 1,007 C-W-- 

Rubric:  Playlist Data type: Step 

Function: Group 1/2/.../10 – Skip to next or previous playlist 

Description: 0: Switches to the previous playlis t entry. 
1: Switches to the next playlis t entry. 

 

Announcements are omitted.  

Example: The entry 1 playlist is playing. Entries 2 and 3 are configured as an-
nouncements. Entry 4 is not an announcement. 

You now switch to the next playlist entry: The contents of playlist entry 4 is playing. 
 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  15 (Group 1) | 
115 (Group 2)  

|… |  

915 (Group 10) 

Playlist selection Write 1 byte 5,010 C-W-- 

Rubric:  Playlist Data type: Meter pulse (0 to 255) 

Function: Group 1/2/.../10 – Starts playback of the selected playlist 

Description: 1..255 starts the playback of the selected playlist which has been configured on the device web-
site. ► Configure playlists, p. 61 
0 stops the music playback, cancels the source selection and empties the playback queue. 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  16 (Group 1) | 
116 (Group 2)  

|… |  

916 (Group 10) 

Current playlist Read 1 byte 5,010 CR-T- 

Rubric:  Playlist Data type: Meter pulse (0 to 255) 

Function: Group 1/2/.../10 – Number of the currently selected playlist 

Description: Supplies the number of the playlis t entry in the current playlist. 
• 1-255: Entry number 

• 0: No playlis t s elected or playlis t has  not been s aved 

 

A source must be clearly identifiable.  
If you use the same Sonos playlist more than once within a playlist, the number of 
the playlist entry cannot be clearly identified.  

A source is identified using its name and not based on the number of its playlist 
entry. If a source is now used in the playlist more than once, the system cannot 
distinguish which playlist entry has been activated.  

 Always  us e a s ource only once within a mas ter-s lave group. 
 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  17 (Group 1) | 
117 (Group 2)  

|… |  

917 (Group 10) 

Random playback Write 1 bit 1,003 C-W-- 

Rubric:  Playback mode Data type: Enable 

Function: Group 1/2/.../10 – Plays the tracks on the current playlist in random order 

Description: Activates (1) or stops (0) the random playback of tracks in the current playlist (shuffle mode). 
0 = Order of the playlist 
1 = Random order 

 

You can als o configure random playback (<<Random function>> s etting) in the 
playlis t configuration on the device webs ite. 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  19 (Group 1) | 
119 (Group 2)  

|… |  

919 (Group 10) 

Repeat all Write 1 bit 1,003 C-W-- 

Rubric:  Playback mode Data type: Enable 

Function: Group 1/2/...10 – Repeats all tracks on the current playlist 

Description: Plays current Sonos playlist repeatedly any number of times. The first track in the Sonos playlist 
is automatically played again after the last track. 
1: Activate repeat. 
0: Deactivate repeat (stop). 

 

You can als o configure repeat mode (<<Repeat>> s etting) in the playlis t configu-
ration on the device webs ite. 

 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  20 (Group 1) | 
120 (Group 2)  

|… |  

920 (Group 10) 

Random playback mode state Read 1 bit 1,003 CR-T- 

Rubric:  Playback mode Data type: Enable 

Function: Group 1/2/.../10 – Indicates whether playback occurs in a random order 

Description: 1 = Random order, 0 = Order of the playlist 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  22 (Group 1) | 
122 (Group 2)  

|… |  

922 (Group 10) 

'Repeat all' playback mode state Read 1 bit 1,003 CR-T- 

Rubric:  Playback mode Data type: Enable 

Function: Group 1/2/.../10 – Indicates whether all tracks on the current playlist are repeated 

Description: 0 = repeat off 
1 = repeat on 

Object Name Direction Data width DP type Flags 

(CRWTU) 

  23 (Group 1) | 
123 (Group 2)  

|… |  

923 (Group 10) 

Song title Read 14 bytes 16,001 CR-T- 

Rubric:  Song Data type: Character (ISO 8859-1) 

Function: Group 1/2/…/10 – Song title for the song currently being played 

Description: Supplies the title of the current song as a 14-byte text. The ticker behaviour can be influenced 
by the parameter settings of the ETS. 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  24 (Group 1) | 
124 (Group 2)  

|… |  

924 (Group 10) 

Artist Read 14 bytes 16,001 CR-T- 

Rubric:  Song Data type: Character (ISO 8859-1) 

Function: Group 1/2/…/10 – Artist name for the song currently being played 

Description: Supplies the artist name for the current song as a 14-byte text. The ticker behaviour can be 
influenced by the parameter settings of the ETS. 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  25 (Group 1) | 
125 (Group 2)  

|… |  

925 (Group 10) 

Album Read 14 bytes 16,001 CR-T- 

Rubric:  Song Data type: Character (ISO 8859-1) 

Function: Group 1/2/…/10 – Album title for the song currently being played 

Description: Supplies the album title for the current song as a 14-byte text. The ticker behaviour can be in-
fluenced by the parameter settings of the ETS. 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  26 (Group 1) | 
126 (Group 2)  

|… |  

926 (Group 10) 

Playlist name Read 14 bytes 16,001 CR-T- 

Rubric:  Playlist Data type: Character (ISO 8859-1) 

Function: Group 1/2/.../10 – Title of the selected playlist 

Description: Supplies the clear text name of the playlist to which the currently selected track belongs as 14-
character text. 
• Text from <<Empty lis t dis play text>> parameter: No playlis t s elected. 

• Text from <<Uns aved lis t dis play text>> parameter: T itle does  not belong to any playlis t.  
A playlis t is  not detected until you have s aved it. 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  27 (Group 1) | 
127 (Group 2)  

|… |  

927 (Group 10) 

Playback device connected Read 1 bit 1,002 CR-T- 

Rubric:  Connections Data type: Boolean 

Function: Group 1/2/.../10 – Indicates a functioning connection to the playback device. 

Description: Supplies information on whether the playback device was found on the network. 
0 = Not found 
1 = Found 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  28 (Group 1) | 
128 (Group 2)  

|… |  

928 (Group 10) 

System status Read 1 byte 20.* CR-T- 

Rubric:  Error diagnosis Data type:  

Function: Group 1/2/.../10 – Current status for communication with the playback device 

Description: Supplies information on the last registered error as an error code: 
► Table 16: Meaning of the error codes  (values  of communication object <<S ys tem s tatus >> 28) 
and troubles hooting, p. 85 

  

Table 16: Meaning of the error codes (values of communication object <<System status>> 28) and troubl e-

shooting  

Code Description  Troubleshooting  

0 <<OK>> 

No error/success  

- 

2 <<network err>> 

UPnP network error (Sonos 
device not responding): 

Probable causes: You have indicated the wrong IP address for a 
Sonos device in the ETS. 

Solution: Check ETS to see whether you have indicated the cor-
rect IP address. 

► Determine IP addresses of the Sonos devices in the data 
network, p. 73 

3 <<general err>> 

General UPnP protocol error 

Sonos device responds with error or unexpected reply. 

4 <<playlist>> 

Playlist is not available. 

Cause: The playlist is not available for the playlist entry for the 
master-slave group playlist. 

Solution: 

1. Check the Sonos software to see whether the indicated 
Sonos playlist still exists.  

2. If the Sonos playlist exists, check the device website to see 
whether the source name is written correctly.  

5 <<empty slot>> 

Empty playlist slot  

Cause: There is no configuration available for the playlist entry 
for the master -slave group playlist. 

Solution: Check the playlist configuration on the device website.  
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Code Description  Troubleshooting  

6 <<PlayerIs S lave>> Caus e: The S onos  device is  currently a s lave and not a mas ter. 

S olution: Us e the <<Exit s lave mode>> communication object, s o 
that S onos  device can be controlled as  a mas ter again. If you 
then wis h to us e the Sonos  device as  a s lave in another mas ter-
s lave group, us e the communication object <<S lave 1/2/3/4/5 –  
S witch group as s ociation>>. 

7 <<PlayerIs Invis >> 

(Player is  invis ible) 

Caus e: The S onos  device is  currently not vis ible in the S onos  
s oftware. This  generally means  that you have created a s tereo 
pair with the S onos  s oftware and have indicated the wrong IP  
addres s  in the ETS . 

Within ETS, enter the IP  addres s  for the Sonos  device which you 
have s elected as  the firs t device in the s tereo pair in the S onos  
s oftware.  

S olution: Check ETS  to s ee whether you have indicated the cor-
rect IP  addres s  for the firs t device. 

► Cas e example: Handling s tereo pairs  in the ETS, p. 23 

8 <<OpNotAvailable>> 

(Operation not available) 

Caus e: The current command cannot be executed due to logic 
reas ons . 

Example: Radio is  active and <<Repeat>> is  to be s witched on. 
The function is  not available for the s ource "radio", s o the com-
mand cannot be executed. 

 

Object Name Direction Data width DP type Flags 

(CRWTU) 

  29 (Group 1) | 
129 (Group 2)  

|… |  
929 (Group 10) 

System status Read 14 bytes 16,001 CR-T- 

Rubric:  Error diagnosis Data type: Character (ISO 8859-1) 

Function: Group 1/2/.../10 – Current status as text for communication with the playback device 

Description: Supplies information on the last registered error as a 14-byte text: 
You will find the des cription of error texts  in the "Des cription" column in ► Table 16: Meaning of 
the error codes  (values  of communication object <<S ys tem s tatus >> 28) and troubles hooting, 
p. 85. 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  30 (Group 1) | 
130 (Group 2)  

|… |  

930 (Group 10) 

Sonos group slave mode Read 1 bit 1,001 CR-T- 

Rubric:  Error diagnosis Data type: Switching 

Function: Group 1/2/.../10 – Indicates whether the playback device is used as a slave in a Sonos group. 

Description: Indicates whether the Sonos device is used as a slave in a group. 
0 = is not a slave 
1 = is a slave 

 

All Sonos devices in a master-slave group, including their status, are displayed on 
the <<Device status>> page on the device website. 

 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  31 (Group 1) | 

131 (Group 2)  

|… |  
931 (Group 10) 

Leave slave mode Write 1 bit 1,017 C-W-- 

Rubric:  Slave mode Data type: Trigger 

Function: Group 1/2/.../10 – Playback device becomes master if connected to a Sonos group as a slave. 

Description: Release Sonos device from the master-slave group and operate as a master device again. 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  32 (Group 1) | 
132 (Group 2)  

|… |  

932 (Group 10) 

Group volume control Write 1 byte 5,001 C-W-- 

Rubric:  Group volume Data type: Percent (0 to 100%) 

Function: Group 1/2.../10 – Set group volume (absolute) 

Description: Enables setting of the group volume over the bus: 
0 corresponds to 0% 
255 to 100% volume 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  33 (Group 1) | 
133 (Group 2)  

|… |  

933 (Group 10) 

Group volume state Read 1 byte 5,001 CR-T- 

Rubric:  Group volume Data type: Percent (0 to 100%) 

Function: Group 1/2/.../10 – Current group volume 

Description: Supplies the value of the group volume over the bus: 
0 corresponds to 0% 
255 to 100% volume 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  34 (Group 1) | 
134 (Group 2)  

|… |  

934 (Group 10) 

Relative group volume control Write 4 bit 3,007 C-W-- 

Rubric:  Group volume Data type: Dimmer step 

Function: Group 1/2/.../10 – Increase or decrease group volume 

Description: Enables the relative adjustment (louder/quieter) of the group volume over the bus. Suitable 
transmitters include push button sensors with the "Brighten/Dim" function, for example. 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  35 (Group 1) | 
135 (Group 2)  

|… |  

935 (Group 10) 

Group volume control louder/quieter Write 1 bit 1,007 C-W-- 

Rubric:  Group volume Data type: Step 

Function: Group 1/2/.../10 – Increase or decrease group volume by 5% 

Description: Enables relative adjustment (louder/quieter) to the group volume in increments up to 5% using 
1-bit group telegrams: 
0 = quieter by 5% 
1 = louder by 5% 
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Object Name Direction Data width DP type Flags 

(CRWTU) 

  36 (Group 1) | 
136 (Group 2)  

|… |  

936 (Group 10) 

Group muting Write 1 bit 1,003 C-W-- 

Rubric:  Group volume Data type: Enable 

Function: Group 1/2/.../10 – Mutes music playback of the group 

Description: Group muting: Switches the loudspeakers of the group off (1) or on again (0). 

  
Object Name Direction Data width DP type Flags 

(CRWTU) 

  37 (Group 1) | 
137 (Group 2)  

|… |  

937 (Group 10) 

Group muting state Read 1 bit 1,003 CR-T- 

Rubric:  Group volume Data type: Enable 

Function: Group 1/2/.../10 – Indicates whether all playback devices in this group are muted 

Description: Supplies the group muting status: 
0: At least one loudspeaker in the group is switched on. 
1: All loudspeakers are switched off. 
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11.2 KNX group objects for dynamic group creation  
The KNX S onos -Gateway s upports  dynamic group creation for S onos  devices . You can us e the bus  to influ-

ence the integration of individual s laves  into a mas ter-s lave group us ing the group objects  lis ted below. 

Important information  

• Up to five s laves  can be parametris ed per mas ter to form a mas ter-s lave group (s ee ► <<Group 

<n>>> tab (define mas ter-s lave groups ), p. 71) which can be dynamically as s igned to the mas ter as  a 

s lave us ing group objects /KNX group telegrams . 

• The s laves  in a mas ter-s lave Group are not automatically active: You need to s witch the s laves  indi-

vidually us ing 1-bit group objects  to the zone. This  gives  you even greater flexibility. For example, you 

can s witch off the "Doorbell" announcement for the Sonos  device in the child's  room when they are 

taking an afternoon nap. 

• The default volume control and s tatus  res pons e are available for a mas ter and each of its  s lave. 

• The relative volume control for a mas ter-s lave group is  implemented us ing the group volume. 

• The connection s tatus  is  s aved to the S onos  s ys tem only. If the auxiliary voltage fails  and then re-

turns , the KNX S onos -Gateway reads  the connection s tatus  in the Sonos  s ys tem again via UPnP. 

• Automatic detection (mas ter IP  addres s  0.0.0.0) mus t not be parametris ed, s o that group s upport 

can be us ed. 

You can us e the KNX S onos -Gateway to as s ign up to five s laves  to a mas ter-s lave group. The s laves  within 

the mas ter-s lave group have an offs et of 10 each. 

Example 5: Slave communication objects' offset  

Mas ter-s lave group 1 S lave 1 Communication object number 40 

 Communication object number s lave 1 + offs et 10 = mas ter-s lave group 1 s lave 2 Communication object 

number is  50. 
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The following KNX group objects  are available for group s upport: 

Object Name Direction Data width DP type Flags 

  40 (slave 1 – group 1) | 
50 (slave 2 – group 1) | 
60 (slave 3 – group 1) | 
70 (slave 3 – group 1) | 
80 (slave 5 – group 1) | 

 

140 (slave 1 – group 2) | 
150 (slave 2 – group 2) | 
|...| 
180 (slave 5 – group 2) | 

The functionally identical 
communication objects  in the 
mas ter-s lave groups  (MS G) 
each have an offs et of 100. The 
s laves  within the MS G each 
have an offs et of 10. 

 

940 (slave 1 – group 10) | 
|...| 

Slave 1/2/3/4/5 – Switch group 
association 

Write 1 bit 1,001 C-W-- 

Rubric:  Slave zone control Data type: Switching 

Function: Group 1/2/.../10 – Add slave 1/2/3/4/5 to this master-slave group or remove it from 
there 

Description: During the running time, you cannot simply add any Sonos device as a slave. You 
can only add those Sonos devices that you have defined as such in the <<Group 
<n>>>  <<Settings>> tab in the configuration for the master-slave group con-
cerned. This definition thus indicates which particular Sonos devices can be poten-
tially linked with the master. 
You activate the individual slaves with the communication object. 

 

Things to remember  

A slave belongs to the master for which it was last activated.  

If a Sonos device had the status "Master" before it was activated as a 
slave, it loses its status as a master. 

A Sonos device remains a slave until you do the following: 

• Remove "S lave" s tatus  us ing communication object <<Exit s lave 
mode>>. 

• Us e communication object <<S lave 1/2/3/4/5 –  S witch group as -
s ociation>> to s witch the device to inactive as  a s lave to the indi-
cated mas ter. 

 
• 0: Deactivate active s lave. 

• 1: Activate s lave. 
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Object Name Direction Data width DP type Flags 

  41 (slave 1 – group 1) | 
51 (slave 2 – group 1) | 
61 (slave 3 – group 1) | 
71 (slave 3 – group 1) | 

81 (slave 5 – group 1) | 

 

141 (slave 1 – group 2) | 
151 (slave 2 – group 2) | 
|...| 

181 (slave 5 – group 2) | 

The functionally identical 

communication objects  in the 

mas ter-s lave groups  (MS G) 

each have an offs et of 100. The 

s laves  within the MS G each 

have an offs et of 10. 

 

941 (slave 1 – group 10) | 

|...| 

Slave 1/2/3/4/5 – Group associ-
ation 

Read 1 bit 1,001 CR-T- 

Rubric:  Slave zone control Data type: Switching 

Function: Group 1/2/.../10 – Indicates whether slave 1/2/3/4/5 has been added to this mas-
ter-slave group 

Description: Supplies information on whether the slave is linked to the master in a group (1) or 
not (0). 
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Object Name Direction Data width DP type Flags 

  42 (slave 1 – group 1) | 
52 (slave 2 – group 1) | 
62 (slave 3 – group 1) | 
72 (slave 3 – group 1) | 

82 (slave 5 – group 1) | 

 

142 (slave 1 – group 2) | 
152 (slave 2 – group 2) | 
|...| 

182 (slave 5 – group 2) | 

The functionally identical 

communication objects  in the 

mas ter-s lave groups  (MS G) 

each have an offs et of 100. The 

s laves  within the MS G each 

have an offs et of 10. 

 

942 (slave 1 – group 10) | 

|...| 

Slave 1/2/3/4/5 – Volume con-
trol 

Write 1 byte 5,001 C-W-- 

Rubric:  Slave zone control Data type: Percent (0 to 100%) 

Function: Group 1/2/.../10 – Set volume of slave 1/2/3/4/5 (absolute) 

Description: Enables the slave volume to be set over the bus: 
0 corresponds to 0% 
255 to 100% volume 
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Object Name Direction Data width DP type Flags 

  43 (slave 1 – group 1) | 
53 (slave 2 – group 1) | 
63 (slave 3 – group 1) | 
73 (slave 3 – group 1) | 

83 (slave 5 – group 1) | 

 

143 (slave 1 – group 2) | 
153 (slave 2 – group 2) | 
|...| 

183 (slave 5 – group 2) | 

The functionally identical 

communication objects  in the 

mas ter-s lave groups  (MS G) 

each have an offs et of 100. The 

s laves  within the MS G each 

have an offs et of 10. 

 

943 (slave 1 – group 10) | 

|...| 

Slave 1/2/3/4/5 – Volume state Read 1 byte 5,001 CR-T- 

Rubric:  Slave zone control Data type: Percent (0 to 100%) 

Function: Group 1/2/.../10 – Current volume of slave 1/2/3/4/5 

Description: Supplies the volume value for the slave over the bus: 
0 corresponds to 0% 
255 to 100% volume 
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Object Name Direction Data width DP type Flags 

  44 (slave 1 – group 1) | 
54 (slave 2 – group 1) | 
64 (slave 3 – group 1) | 
74 (slave 3 – group 1) | 

84 (slave 5 – group 1) | 

 

144 (slave 1 – group 2) | 
154 (slave 2 – group 2) | 
|...| 

184 (slave 5 – group 2) | 

The functionally identical 

communication objects  in the 

mas ter-s lave groups  (MS G) 

each have an offs et of 100. The 

s laves  within the MS G each 

have an offs et of 10. 

 

944 (slave 1 – group 10) | 

|...| 

Slave 1/2/3/4/5 – Relative vol-
ume control 

Write 4 bit 3,007 C-W-- 

Rubric:  Slave zone control Data type: Dimmer step 

Function: Group 1/2/.../10 – Increase or decrease volume of slave 1/2/3/4/5 

Description: Enables relative volume adjustment (louder/quieter) for the group over the bus. 
Suitable transmitters include push button sensors with the "Brighten/Dim" function, 
for example. 
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Object Name Direction Data width DP type Flags 

  45 (slave 1 – group 1) | 
55 (slave 2 – group 1) | 
65 (slave 3 – group 1) | 
75 (slave 3 – group 1) | 

85 (slave 5 – group 1) | 

 

145 (slave 1 – group 2) | 
155 (slave 2 – group 2) | 
|...| 

185 (slave 5 – group 2) | 

The functionally identical 

communication objects  in the 

mas ter-s lave groups  (MS G) 

each have an offs et of 100. The 

s laves  within the MS G each 

have an offs et of 10. 

 

945 (slave 1 – group 10) | 

|...| 

Slave 1/2/3/4/5 – Volume con-
trol louder/quieter 

Write 1 bit 1,007 C-W-- 

Rubric:  Slave zone control Data type: Step 

Function: Group 1/2/.../10 – Increase or decrease volume of slave 1/2/3/4/5 by 5% 

Description: Enables relative volume adjustment (louder/quieter) for the group in increments up 
to 5% using 1-bit group telegrams: 
0 = quieter by 5% 
1 = louder by 5% 
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Object Name Direction Data width DP type Flags 

  46 (slave 1 – group 1) | 
56 (slave 2 – group 1) | 
66 (slave 3 – group 1) | 
76 (slave 3 – group 1) | 

86 (slave 5 – group 1) | 

 

146 (slave 1 – group 2) | 
156 (slave 2 – group 2) | 
|...| 

186 (slave 5 – group 2) | 

The functionally identical 

communication objects  in the 

mas ter-s lave groups  (MS G) 

each have an offs et of 100. The 

s laves  within the MS G each 

have an offs et of 10. 

 

946 (slave 1 – group 10) | 

|...| 

Slave 1/2/3/4/5 – Muting Write 1 bit 1,003 C-W-- 

Rubric:  Slave zone control Data type: Enable 

Function: Group 1/2/.../10 – Mutes music playback of slave 1/2/3/4/5 

Description: Slave muting: Switches the loudspeaker of the slave off (1) or on again (0). 
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Object Name Direction Data width DP type Flags 

  47 (slave 1 – group 1) | 
57 (slave 2 – group 1) | 
67 (slave 3 – group 1) | 
77 (slave 3 – group 1) | 

87 (slave 5 – group 1) | 

 

147 (slave 1 – group 2) | 
157 (slave 2 – group 2) | 
|...| 

187 (slave 5 – group 2) | 

The functionally identical 

communication objects  in the 

mas ter-s lave groups  (MS G) 

each have an offs et of 100. The 

s laves  within the MS G each 

have an offs et of 10. 

 

947 (slave 1 – group 10) | 

|...| 

Slave 1/2/3/4/5 – Muting state Read 1 bit 1,003 CR-T- 

Rubric: Slave zone control Data type: Enable 

Function: Group 1/2/.../10 – Indicates whether slave 1/2/3/4/5 is muted 

Description: Supplies the slave muting status: 
0: Loudspeaker is switched on. 
1: Loudspeaker is switched off. 
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Object Name Direction Data width DP type Flags 

  48 (slave 1 – group 1) | 
58 (slave 2 – group 1) | 
68 (slave 3 – group 1) | 
78 (slave 3 – group 1) | 

88 (slave 5 – group 1) | 

 

148 (slave 1 – group 2) | 
158 (slave 2 – group 2) | 
|...| 

188 (slave 5 – group 2) | 

The functionally identical 

communication objects  in the 

mas ter-s lave groups  (MS G) 

each have an offs et of 100. The 

s laves  within the MS G each 

have an offs et of 10. 

 

948 (slave 1 – group 10) | 

|...| 

Slave 1/2/3/4/5 – Playback 
device connected 

Read 1 bit 1,002 CR-T- 

Rubric:  Connections Data type: Boolean 

Function: Group 1/2/.../10 – Indicates a functioning connection to the playback device of 
slave 1/2/3/4/5 

Description: Supplies information on whether the playback device was found on the network. 1 
= Found, 0 = Not found 
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12 Cleaning and maintenance 
KNX S onos  Gateway is  maintenance-free. 

If neces s ary, clean the device with a dry cloth. 

  
IMPORTANT 

Damage to the device due to incorrect opening  

 Never open the hous ing. 

 If you s us pect that the device is  damaged, contact our S upport. 

 We provide a warranty in accordance with s tatutory requirements . Pleas e s end the device back to us  
pos tage free with a detailed error des cription. 
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13 Troubleshooting  
In order to be able to eas ily remedy a fault, you mus t es tablis h the root caus e. S olutions  for typical configura-

tion errors  are des cribed below. 

• Check the s tatus  of the device on the devices  webs ite which is  detailed on the <<Device s tatus >> 

page. 

► Checking the device s tatus , p. 105 

• S olutions  for typical configuration errors : ► Table 17: Troubles hooting, p. 101. 

Table 17: Troubleshooting  

Issue Troubleshooting  

ETS 

ETS reports  the error that it is  not pos -
s ible to write on a protected area when 
downloading the application program. 

Pleas e ens ure that your ETS  vers ion is  up to date. KNX Sonos -
Gateway requires  the ETS  in its  current vers ion 4 or 5. 

Ens ure that the product databas e entry is  s uitable for the firmware 
► Determining compatibility between the product databas e entry 
and firmware vers ion, p. 59. 

Device 

LEDs  do not light up or flas h individual-
ly or alternately or s lowly. 

Pleas e check the KNX cabling and the LED s tatus  dis plays  
► Reading off the device s tatus  us ing the LEDs , p. 48. 

The device is  not vis ible in the network. Pleas e check the network cabling and parametris ation of the de-
vice IP  in the ETS ► S etting the IP  addres s , IP  s ubnet mas k and 
s tandard gateway addres s , p. 54. 

Device website – general 

The device webs ite is  not working. Is  the s oftware res tarting? 

• It can take up to three minutes  until the webs ite is  available 
again after the ETS  application program is  downloaded. Try to 
reload the page after a few minutes . 

Is  J avas cript activated, and are cookies  allowed? 

• The device webs ite requires  J avas cript and cookies . Allow the 
execution of J avas cript and the s aving of cookies  in the op-
tions  of your web brows er if neces s ary. 

Are you us ing an up-to-date, s upported brows er? 

• We s upport current market s tandard brows ers  s uch as  Google 
Chrome, Micros oft Edge and Mozilla Firefox in their current 
vers ions  as  a minimum (as  of the date this  documentation 
was  printed). Older vers ions  of the brows ers  may work. How-
ever, we recommend that you keep your brows er up to date for 
s ecurity reas ons  alone if nothing els e. 
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Issue Troubleshooting  

Playlist configuration  

The <<Playlist assignment>> page is 
empty. 

<<The SonosApp is not active. Please 
use the ETS to configure the device.>> 
or <<The SonosApp is not active.>> 
messages are displayed. 

Cause: The KNX Sonos-Gateway device has just been restarted. 

This is normal during the initialisation phase – After about two 
minutes, the device should display the correct state.  

<<Playlist assignment>> page does not 
show any sources. 

Cause: The <<Group <n>>> master cannot be reached or the con-
figuration is incorrect.  

Solution: Check whether you have assigned the right IP address in 
the <<Group <n> – Master>> in the configuration in the <<Group 
<n>>> in the ETS. 

Suggestions for source names are 
missing.  

Cause 1: The maximum number of sources has been exceeded 
(currently max. 2,000 entries). 

Cause 2: The Sonos system has significantly more than 300 saved 
Sonos playlists or radio stations.  

Cause 3: Source does not exist. Even sources removed in the 
meantime can still be selected.  

Solution 1 + 2: If possible, delete any lists or radio stations you no 
longer require or contact Support, indicating the number of 
playlists and radio stations you use. 

Solution 3: Check whether the source still exists in the Sonos soft-
ware. If it does, check whether this name matches the playlist 
configuration on t he device website. 

Music files on the microSD card are 
not shown in the Sonos software. 

Cause: The Sonos devices have no access to authorisation. 

Solution: ► Reproduction from microS D card, p. 67. 

On running time 

Control via KNX does  not work. Check the connection s tatus  on the <<Device s tatus >> page on the 
device webs ite. 

Caus es : 

• IP  addres s  is  unknown. 

• As s ignment of the communication objects  to the group ad-
dres s es  is  incorrect. 

The S onos  devices  mus t have a fixed IP  addres s  or, if DHCP is  
us ed, the IP  mus t be linked to the MAC addres s . 

mailto:support@ise.de
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Issue Troubleshooting  

Control via KNX no longer works after 
a period of time. 

Cause: IP address is unknown. You use DHCP. 

If you are using DHCP for your Sonos devices, you must configure 
your router in such a way that the same IP address is always as-
signed to a Sonos device (fixed IP address). 

You have entered the IP addresses for the Sonos devices in the 
configuration for the master -slave groups. The IP address is used 
to identify the Sonos devices. If a Sonos device now receives a 
different IP address, it can no longer be addressed via the KNX 
Sonos-Gateway. 

Solution: Pair the assigned IP address with the MAC address of the 
Sonos device concerned. 

Please refer to your router's manual for information on how to 
configure this.  

Radio station playback takes a very 
long time. 

Cause: It takes a very long time to establish a connection with the 
radio server for some radio stations. This has nothing to do with 
the KNX Sonos-Gateway. 

Solution: You can check this delay by selecting the radio station 
directly in the official Sonos application.  

• S hould the radio s tation not work at all, the URL may be inva-
lid. Add the valid URL by s electing the menu item <<Manage>> 
 <<Add radio s tation>> in the S onos  s oftware. 

Playback commands  no longer work 
on the KNX. 

Caus e: If the S onos  s ys tem has  s ignificantly more than 300 s aved 
S onos  playlis ts  or radio s tations , the playback commands  may not 
work on the KNX. 

S olution: If pos s ible, delete any lis ts  or radio s tations  you no longer 
require or contact S upport, indicating the number of playlis ts  and 
radio s tations  you us e. 

A S onos  device does  not res pond to 
commands  s uch as  s end Play, Paus e, 
S top, Next track. 

Caus e: The device is  configured as  a s lave. Only mas ters  can be 
controlled comprehens ively. 

► Table 4: Overview of the differences  between mas ter and s lave, 
p. 26 

 

The <<Device s tatus >> page on the device webs ite 
s hows  whether a S onos  device is  currently a s lave or 
not. 

S olution: Adjus t your configuration in the ETS . 

S onos  device does  not res pond to any 
commands . 

Caus es : You have created a s tereo pair with the S onos  s oftware 
and have indicated the wrong IP addres s  in the ETS. 

You need to enter the s tereo pair's  IP  addres s  within the ETS . This  
is  the IP  addres s  of the Sonos  device which you have des ignated 
the firs t device in the s tereo pair in the S onos  s oftware.  

S olution: Check ETS  to s ee whether you have indicated the correct 
IP  addres s  for the firs t device. 

► Determine IP  addres s es  of the S onos  devices  in the data net-
work, p. 73 

mailto:support@ise.de


  T roubles hooting 

KNX S onos -Gateway  MR-S ONOS -REG 
©  2019 Albrecht J ung GmbH & Co. KG  p. 104 / 118 

Issue Troubleshooting  

A slave does not respond to any com-
mands. 

Cause: Slave is deactivated. 

The definition of slaves in a master -slave group states which par-
ticular Sonos devices can be potentially linked with the master.  

Solution: Use communication object 40 <<Slave 1/2/3/4/5 – 
Switch group association>> to activate the required slave. 

Radio/line-in can no longer be started 
with <<Play>> after a <<Stop>>. 

This is not an error. 

The KNX Sonos-Gateway's group object <<Stop>> cancels the 
previously selected source. 

Solution: Use the group object <<Pause>> to keep the source selec-
tion. 

Source type <<TV>> or << Line-in>> is 
not played. 

No available source is displayed if 
source type <<TV>> or << Line-in>> is 
selected. 

Cause: In the case of source types <<TV>> and <<Line-in>>, only 
those Sonos devices (Sonos Playbar or 
Sonos Connect/Sonos Connect:Amp) which have been configured 
in a master-slave group are recognised as sources. It is not possi-
ble to playback unconfigured Sonos devices. 

Solution: When parametrising the KNX group, select a 
Sonos Playbar or Sonos Connect/Sonos Connect:Amp as a master 
if you wish to use their entry. 

Special characteristic for <<TV>>: If the source is played and the 
Sonos Playbar is not the master of the group, it automatically b e-
comes the master.  

<<Sonos playlist>> source is not 
played. 

Cause: Source does not exist. Even sources removed in the mean-
time can still be selected.  

Solution: Check whether the source still exists in the Sonos soft-
ware. If it does, check whether this name matches the playlist 
configuration on the device website.  

► Table 13: Playlis t configuration –  s ettings  on the <<Playlis t 
as s ignment>> page, p. 62 

Entry in playlis t is  ignored or omitted. Caus e: Announcements  are omitted. 

You have us ed communication object 14 | 114, etc. to change to 
the next or previous  entry within the playlis t. In the proces s , entries  
are omitted for which the <<Announcement>> s etting is  defined. 

S olution: None. The mode of operation matches  the required be-
haviour. 

Incorrect entry is  played. Caus e: Fallback in the event of a fault 

If playback does n't work, becaus e the S onos  playback queue is  
empty, the firs t playlis t entry is  s elected as  a fallback. Announce-
ments  are omitted, however, s o a following playlis t entry may be 
s elected. 

Example: Playlis t entries  1 and 2 are configured as  announce-
ments . Playlis t entry 3 is  not an announcement. The s ys tem wants  
to s elect the fallback playlis t entry 1. but it is  an announcement. 
The s ys tem tries  playlis t entry 2, but it is  als o an announcement. 
Playlis t entry 3 is  not an announcement and is  played. 

S olution: None. The mode of operation matches  the required be-
haviour. 
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Issue Troubleshooting  

Only the master plays music/an an-
nouncement. 

Cause: Slaves are deactivated. 

The definition of slaves in a master -slave group states which par-
ticular Sonos devices can be potentially linked with the master.  

Solution: Use communication object 40 <<Slave 1/2/3/4/5 – 
Switch group association>> to activate the required slave. 

Announcement is mute. Cause: The interrupted source is muted and the <<Never mute>> 
has not been selected for the announcement. 

Solution: Select the <<Never mute>> setting in the playlist configu-
ration for the announcement entry on the device website. 

Playlists  

Playlist is not available: 

Error code 4 of communication object 
28 << System status>> 

Error code <<playlist>> of communica-
tion object 29 << System status>> 

The source name in the playlist configuration is not correct.  

Causes: 

• The name is  written incorrectly. 

• S ource no longer exis ts . 

S olution: Check whether the s ource s till exis ts  in the S onos  s oft-
ware. If it does , check whether this  name matches  the playlis t 
configuration on the device webs ite. 

Playlis t is  not available: 

Error code 5 of communication object 
28 << S ys tem s tatus >> 

Error code <<empty s lot>> of commu-
nication object 29 << S ys tem s tatus >> 

Caus e: There is  no configuration available for the number of the 
playlis t entry for the mas ter-s lave group playlis t. 

S olution: Check the playlis t configuration on the device webs ite. 

No playlis t is  found or playlis t cannot 
be played. 

Caus e: In rare cas es , the KNX S onos -Gateway may not be able to 
retrieve the playlis ts  on your Sonos  devices . This  means  that the 
playlis t webs ite does  not offer playlis ts  for s election. The s election 
of playlis ts  als o does  not work via KNX. 

S olution: Have a S onos  device known to your KNX S onos -Gateway 
play a playlis t with an official Sonos  application. In mos t cas es , the 
webs ite will be able to offer you all the playlis ts  as  expected after 
being reloaded. Playing via KNX will now work as  well. 

We are working on a better s olution to this  problem which does  not 
require the us er to take any action. 

A playlis t can be s elected in the S onos  
app, but not via KNX. 

Check whether the names  of the playlis t are identical in KNX 
S onos -Gateway and in the S onos  s oftware (e.g. your app). Devia-
tions  can aris e from renaming or a faulty entry. 

13.1 Checking the device status  
You can check the device s tatus  on the device webs ite at any time on the <<Device s tatus >> page. 

 
The device webs ite is  not always  updated automatically. 

 Us e your brows er's  function to perform an update (frequently button [F5]). 
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LEDs  on the device als o provide you with further information. The LEDs  indicate problems  via flas hing combi-

nations : 

►  LEDs  when the device s tarts  up, p. 50 

► LEDs  in operation, p. 51 

13.2 Generating log files  
S upport us es  log files  to obtain information to help analys e your problem. You generate thes e log files  via the 

device webs ite and download them as  a ZIP file. 

The log files  can contain information that varies  in the amount of detail. You can configure this  amount us ing 

the Logging mode. 

Changing Logging mode 

Requirement: The device webs ite is  open. 

1. On the <<Device s tatus >> page in the <<S ys tem configuration>> area, s elect the corres ponding button for 
<<Logging mode>> 

<<S imple>> Bas ic information is  collected. 

<<Extended>> Detailed information is  collected. 

 

<<Extended>> logging mode has  a negative influence on per-
formance. Only activate this  mode if S upport reques ts  the ex-
tended log files . Deactivate this  mode again as  s oon as  you 
have generated the log files . 

 

2. Confirm the confirmation prompt. 

Generating log files  

Requirement: The device webs ite is  open. 
If neces s ary, logging mode is  configured if S upport requires  it. 

1. S elect <<S ys tem>>  <<Download log file>> in the menu bar. 
The log files  are compiled and downloaded as  a ZIP file. 

13.3 FAQs 

13.3.1  IP addresses 

How do I find the IP address of a Sonos device? 

1. Launch the S onos  s oftware for PCs . 

2. S elect the <<About my S onos  s ys tem>> item in the Help menu. 

A mes s age will appear containing a lis t of your S onos  devices  and their names  and current IP  addres s es . 

More information: ► Determine IP  addres s es  of the Sonos  devices  in the data network, S . 73 

How do I find out the IP address of my KNX Sonos Gateway? 

You can find more information at ► Device webs ite: Calling up the s tart s creen, p. 41. 
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Why can my Sonos device no longer be operated via KNX after a period of time? 

If you are using DHCP for your Sonos devices, you must configure your router in such a way that the same 
IP address is always assigned to a Sonos device (fixed IP address). 

You have entered the IP addresses for the Sonos devices in the configuration for the master -slave groups. The 
IP address is used to identify the Sonos devices. If a Sonos device now receives a different IP address, it can 
no longer be addressed via the KNX Sonos-Gateway. 

Pair the assigned IP address with the MAC address of the Sonos device concerned. 

Please refer to your router's manual for information on how to configure this.  

13.3.2  Music streaming services and sources  

How can I integrate Spotify and Napster into my system?  

1. Create s uitable S onos  playlis ts  with your S onos  s oftware. 

2. Then as s ign the S onos  Playlis ts  in the playlis t configuration on the device webs ite. 

More information: ► Configure playlis ts , S . 61 

Can I still operate my Sonos devices with other apps, e.g. from my iPhone?  

Yes . Us ing the KNX S onos -Gateway does  not limit operation of your S onos  devices . Changes  s uch as  thos e 
you make us ing your s martphone are forwarded to the KNX accordingly wherever pos s ible. 

Can I address sources other than Sonos Playlists and My Radio Stations via KNX? 

Yes, in addition to Sonos playlists and My Radio Stations, Line-in inputs in the Sonos Connect series and the TV 
input in the Sonos Playbar can currently also be controlled via KNX. Music files on the microSD card are sup-
ported using the Sonos Playlists. 

13.3.3  Behaviour in comparison to the Sonos software  

Which Sonos software actions cannot be replicated with KNX or are not understood by KNX?  

• Dynamic group creation with the S onos  s oftware can only be reproduced to the extent that it can be 

mapped in the parametris ation of mas ter-s lave groups . 

Why do my KNX operating devices not generate the normal response in my Sonos devices? 

If the Sonos  devices  can be operated without any problems  us ing the official S onos  application, pleas e check 

your KNX S onos -Gateway's  LED dis play on the device to rule out a fault. ► LEDs  in operation, p. 51 

13.3.4  Updates 

Are there software updates for my KNX Sonos Gateway device? 

You will find information on s oftware updates  in Chapter ► Functional enhancements  from updates , p. 11. 

 

S imply s ubs cribe to our news letter and you will be informed about current vers ions  and new 
products  regularly. 
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14 Disassembly and disposal 
If you want to dis as s emble the device, e.g. due to a defect, proceed in revers e order to as s embly. 

Removing the cover cap 

 
WARNING 

Danger from incorrect use  

Incorrect us e can res ult in damage to the device, fire or other dangers . 

 Only qualified electricians  may ins tall and mount electrical devices . 

 Follow the ins tructions  in this  product manual. 

 This  product manual is  part of the product and mus t remain with the cus tomer. 

 

 
WARNING 

Danger of electric shock  

An electric s hock can res ult from touching live parts  in the ins tallation environment. Electric s hock can 
caus e death. 

 Enable the device. 

 Cover up live parts  in the vicinity. 

1. Gently pres s  in the cover cap at the s ide (1). 

2. Pull off the cover cap upwards  (2). 

 
Figure 20: Removing the cover cap 

Detach the device from the top -hat rail  

Requirement: Power s upply, bus  line and network connection are dis connected. 

1. Ins ert a s crewdriver (1) into the releas e lever (2) and pus h the releas e lever down (3). 

2. Take the device off the top-hat rail. 



  Dis as s embly and dis pos al 

KNX S onos -Gateway  MR-S ONOS -REG 
©  2019 Albrecht J ung GmbH & Co. KG  p. 109 / 118 

 
Figure 21: Detach the device from the top -hat rail  

Disposal 

Make an active contribution to protecting the environment by disposing of all materials in an environmen tally 

responsible way. 

PACKAGING AND BOX 

 

Dispose of the packaging material appropriately, in a card, paper or plastic recycling 
bins. 

 

DEVICE 

 

Old devices must not be disposed of with domestic refuse!  

You can dispose of your old device free of charge at designated collection facilities or, 
if necessary, you can hand it in to your specialist dealer. Contact your local authority 
for recycling details.  
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15 Glossary 

DP type, DPT 

Data point type 

ETS 

The device is  configured in the ETS  (Engineering Tool S oftware). The ETS is  available with various  ranges  

of functions  from the KNX As s ociation (www.knx.org). 

All des criptions  in this  documentation relating to commis s ioning in the ETS  refer to the variant "ETS  Pro-

fes s ional" in the vers ion 5. 

Firmware 

S oftware which is  embedded on the device hardware and enables  operation of the device. Functional en-

hancements  for device are available from a newer vers ion of the firmware. 

Flags (CRWTU) 

Every communication object has  flags  with which the communication object obtains  methods : C: Com-

munication, R: Read, W: Write, T : Trans fer, U: Update. Refer to your KNX documents  for the meaning of the 

flags . 

Device website 

Application for the device, with functions  that make us e more convenient. For example, updates  can 

s imply be imported or the s tatus  of the device can be checked. The s lots  for playlis ts  are als o configured 

here. 

Group 

The name "Group" can refer to different items . Look under the des ignations  "S onos  group" and "Mas ter-

s lave group" for details . 

Group volume 

The group volume affects  all Sonos  devices  within the mas ter-s lave group in relation to their own individ-

ual volumes . It changes  each peripheral's  individual volume and thus  uniformly adjus ts  the overall volume 

of the mas ter-s lave group. 

Catalogue 

S hort for "Online KNX Product Catalogue". The catalogue is  a product databas e. The catalogue contains  

all KNX-certified devices . The data is  s aved as  a product databas e entry. The product databas e entry is  

often als o called the "catalogue entry". 

Master  

Mas ters  are "s ound-s etting" Sonos  devices . Mas ters  control thems elves  and their s laves . Only mas ters  

are able to "command" all functions . 
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Master -slave group (MSG) 

A logical grouping of Sonos devices on the KNX Sonos-Gateway. Master-slave groups brings Sonos de-

vices together, so that music can be played in all the master-slave group's rooms in synchronisation. If 

several rooms form part of a master -slave group, they behave as one room with regard to control. 

 

Risk of confusion  

The term "group addresses" commonly used in KNX has nothing to do with master-slave 
groups, Sonos groups or similar. 

Music  

Music is used to refer to all types of audio in this documentation. Obviously, you can also listen to other 

media, such as audio books with Sonos. 

Playlist  

Compilation of music.  Playlists are configured on the device website. Various additional settings can be 

made for each entry within a playlist configured on the device website, such as random playback of tracks 

on a Sonos playlist. Playlists which are created within the Sonos software are called "Sonos playlists". 

Product database entry  

Data relating to a device in the "Online KNX Product Catalogue" of the ETS. The product database entry 

contains all data to allow the device to be configured in the ETS. The product database entry is provided 

by the devices' manufacturer in the form of a file. The latest version of product data entries of Albrecht 

Jung GmbH & Co. KG can be downloaded free of charge from our website . 

The product database entry is often also called the "catalogue entry". 

Room/zone 

A room (zone) is the area within which you listen to music with your Sonos devices. Multiple Sonos devic-

es can also stream the music for a room/zone here. Different music cannot be listened to within a single 

room/zone.  

Sonos uses the terms "room" and "zone" synonymously. 

Repeat 

You will find information on the "Play Sonos playlist repeatedly any number of times" function in this do c-

umentation under the search term "Repeat". 

Slaves 

Slaves are Sonos devices which can only be controlled to a limited extent. Slaves are dependent on their 

master. Slaves are assigned to a master in the ETS. Assignment is defined within what are known as 

master-slave groups. During running time, the defined slaves are activated or deactivated as required. 

Sonos device 

Each Sonos wireless loudspeaker is referred to as a Sonos device in this documentation. 
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Sonos group 

Several Sonos devices grouped in the Sonos software to ensure that their music is played in synchronisa-

tion. 

Stereo pair 

Two Sonos devices grouped in the Sonos software to ensure that their music is played in synchronisa-

tion. A stereo pair is a special Sonos group. What makes a stereo pair special is that the one Sonos de-

vice acts as a left-hand audio channel and the other as the right-hand one. These devices are permanently 

linked to one another. The Sonos software and the KNX Sonos-Gateway regard a stereo pair as a single 

(1) "visible" Sonos device. Within the ETS, only enter the IP address for the Sonos device which you have 

assigned as the first device to the stereo pair in the Sonos software. 

Updates 

You will find information on new versions of the firmware in this documentation under the search term 

"Update". 

Playlist  

Compilation of music.  You will find information on the playlists configured on the website in this doc u-

mentation under the search term "Playlist". Playlists which are created within the Sonos software are 

called "Sonos playlists". 

Website 

Information on the device's applicatio n can be found in this documentation under the search term "Device 

website". 

Zone 

Information on "Zone" section can be found in this documentation under the search term "Room". 
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16 KNX Sonos Gateway Software licence agreement  
Hereinafter are the contract terms  for your us e of the s oftware as  the "Licens ee". 

On accepting this  agreement and ins talling the KNX S onos -Gateway s oftware or putting the KNX S onos -

Gateway into us e, you conclude an agreement with Albrecht J ung GmbH & Co. KG and agree to abide by the 

terms  in this  agreement. 

16.1 Definitions  
Licens or Albrecht J ung GmbH & Co. KG 

Licens ee: The legal recipient of the KNX S onos -Gateway s oftware. 

Firmware: S oftware which is  embedded on the KNX S onos -Gateway hardware and enables  the KNX S onos -

Gateway to operate. 

KNX S onos -Gateway: The KNX S onos -Gateway s oftware des ignates  all of the s oftware provided for the KNX 

S onos -Gateway product, including the operating data. This  includes , in particular, the firmware and the prod-

uct databas e. 

16.2 Object of the agreement  
The object of this  agreement is  the KNX S onos  Gateway s oftware provided on data media or through down-

loads , and the corres ponding documentation in written and electronic format. 

16.3 Rights of use of the KNX Sonos-Gateway software  
The licens or grants  the licens ee the non-exclus ive, non-trans ferable right to us e the KNX Sonos -Gateway 

s oftware for an unlimited time in accordance with the following conditions  for the purpos es  and applications  

s pecified in the valid vers ion of the documentation (which s hall be provided in printed format or als o as  online 

help or online documentation).  

The Licens ee is  obliged to ens ure that each pers on who us es  the program only does  s o as  part of this  licens e 

agreement and obs erves  this  licens e agreement. 

16.4 Restriction of rights of use  

16.4.1  Copying, modification and transmission  
The licens ee is  not authoris ed to us e, copy, modify or trans fer the KNX S onos -Gateway s oftware in whole or in 

part in any way other than as  des cribed herein. Excluded from this  is  one (1) copy produced by the Licens ee 

exclus ively for archiving and backup purpos es . 

16.4.2  Reverse engineering and conversion technologies  
The licens ee is  not authoris ed to apply revers e-engineering techniques  to the KNX-S onos  Gateway s oftware or 

to convert the KNX Sonos -Gateway s oftware into another type. S uch techniques  include, in particular, dis as -

s embly (convers ion of the binary-coded computer ins tructions  of an executable program into an as s embler 



  KNX S onos  Gateway Software licence agreement 

KNX S onos -Gateway  MR-S ONOS -REG 
©  2019 Albrecht J ung GmbH & Co. KG  p. 114 / 118 

language which can be read by humans ) or decompilation (convers ion of binary-coded computer ins tructions  

or as s embler ins tructions  into s ource code in the form of high-level language ins tructions ). 

16.4.3  Firmware and hardware 
The firmware may only be ins talled and us ed on the hardware (KNX Sonos -Gateway) approved by the licens or. 

16.4.4  Transfer to a third party 
The KNX-S onos  Gateway s oftware mus t not be pas s ed on to third parties , nor may it be made acces s ible to 

third parties . 

16.4.5  Renting out, leasing out and sub-licensing  
The licens ee is  not authoris ed to rent or leas e the KNX S onos -Gateway s oftware or grant s ub-licens es  to the 

program. 

16.4.6  Software creation  
The licens ee requires  written approval from the licens or to create and dis tribute s oftware which is  derived 

from the KNX S onos -Gateway s oftware. 

16.4.7  The mechanisms of license management and copy protection  
The mechanis ms  of the licens e management and copying protection of the KNX S onos -Gateway s oftware 

mus t not be analys ed, publis hed, circumvented or dis abled. 

16.5 Ownership, confidentiality  

16.5.1  Documentation  
The KNX S onos -Gateway s oftware and its  documentation (which s hall be provided in printed format or als o as  

online help or online documentation) are bus ines s  s ecrets  of the licens or and/or the object of copyright 

and/or other rights  and s hall continue to belong to the licens or. The Licens ee s hall obs erve thes e rights . 

16.5.2  Transfer to a third party  
Neither the s oftware nor the data backup copy nor the documentation (which s hall be provided in printed 

format or als o as  online help or online documentation) may be pas s ed on to third parties  at any point in time, 

in whole or in part, for a fee or free of charge. 

16.6 Changes, additional deliveries  
The KNX S onos -Gateway s oftware and the documentation (which s hall be provided in printed format or addi-

tionally as  online help or online documentation) s hall be s ubject to pos s ible changes  by the licens or. 
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16.7 Warranty 
The KNX S onos -Gateway s oftware works  together with s oftware from third parties . No warranty is  provided 

for s oftware from third parties . S ee ► Open S ource Software, p. 117 for more information. 

16.7.1  Software and documentation  
The KNX-S onos  Gateway s oftware and its  documentation (which s hall be provided in printed format or addi-

tionally as  online help or online documentation) s hall be provided to the licens ee in the res pective valid ver-

s ion. The warranty period for the KNX S onos -Gateway s oftware is  twenty-four (24) months . The licens or s hall 

provide the following warranty during this  time: 

• The s oftware s hall be free of material and manufacturing defects  when turned over to the cus tomer. 

• The s oftware s hall function as  des cribed in the documentation enclos ed with it in its  res pective valid 

vers ion. 

• The s oftware s hall be executable on the computer s tations  s pecified by the licens or. 

The warranty s hall be fulfilled with the s upply of s pare parts . 

16.7.2  Limitation of warranty  
In other res pects , no warranty s hall be provided for the freedom from errors  for the KNX S onos -Gateway s oft-

ware and its  data s tructures . Nor does  the warranty cover defects  due to improper us e or other caus es  out-

s ide the influence of the Licens or. Any additional warranty claims  s hall be excluded. 

16.8 Liability  
The Licens or s hall not be liable for damages  due to los s  of profit, data los s  or any other financial los s  res ult-

ing as  part of the us e of the KNX S onos -Gateway s oftware, even if the Licens or is  aware of the pos s ibility of 

damage of that type. 

This  limitation of liability is  valid for all the Licens ee's  damage claims , regardles s  of the legal bas is . In any 

cas e, liability is  limited to the purchas e price of the product. 

The exclus ion of liability does  not apply to damage caus ed by premeditation or gros s  negligence on the part 

of the Licens or. Furthermore, claims  bas ed on the s tatutory regulations  for product liability s hall remain intact. 

16.9 Termination  
This  agreement and the rights  granted herein s hall end if the Licens ee fails  to fulfil one or more provis ions  of 

this  agreement or terminates  this  agreement in writing. The s upplied KNX S onos -Gateway s oftware and its  

documentation (which is  provided in printed format or als o as  online help or online documentation), including 

all copies , s hall be returned immediately in s uch a cas e without the licens or s pecifically reques ting their re-

turn. No claim to reimburs ement of the price paid s hall be accepted in s uch a cas e. 

The licens e to us e the KNX S onos -Gateway s oftware s hall expire upon termination of the agreement. The KNX 

S onos -Gateway product mus t be taken out of operation in s uch a cas e. Further us e of the KNX S onos -

Gateway without a licens e is  precluded. 
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The commis s ioning s oftware and vis ualis ation s oftware mus t be unins talled and all copies  mus t be des troyed 

or returned to the licens or. 

16.10  Subsidiary agreements and changes to the agreement  
S ubs idiary agreements  and changes  to the agreement s hall only be valid in writing. 

16.11  Exception 
All rights  not expres s ly mentioned in this  agreement are res erved. 
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17 Open Source Software 
This  product us es  s oftware from third-party s ources  which are publis hed within the framework of various  

Open S ource licens es . 

The individual s oftware packages  us ed and their licens es  are lis ted and des cribed on the device webs ite for 

this  product under S ys tem/Licens es . 

The s ource code for the Open S ource s oftware us ed in this  product can be obtained by e-mailing kund-

encenter@ jung.de  

This  offer is  valid for 3 years  after the dis continuation of the s ervice for this  product. 
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